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https://cloud.tencent.com/document/product/266/97551
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https://cloud.tencent.com/document/product/881/65679
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您可以通过单击链接查看 X-P2P SDK 隐私保护指引： ﻿单击此处 >>

https://cloud.tencent.com/document/product/618/71172
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最近更新时间：2023-06-01 14:41:38

详细信息，请参见 。实时音视频 TRTC SDK 个人信息保护规则

https://cloud.tencent.com/document/product/647/57574
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游戏多媒体引擎 SDK 个人信息保护规则
最近更新时间：2023-09-15 09:29:01

您可以通过如下链接，查看游戏多媒体引擎的 SDK 个人信息保护规则：

﻿点此查看 >>

https://cloud.tencent.com/document/product/607/59299
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腾讯云即时通信 IM SDK 隐私保护指引
最近更新时间：2023-08-23 10:43:03

详细信息，请参见 。腾讯云即时通信 IM SDK 隐私保护指引

https://cloud.tencent.com/document/product/269/58094
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TCCC SDK 个人信息保护规则
最近更新时间：2023-06-06 11:32:01

您可通过单击如下链接查看 TCCC SDK 个人信息保护规则：

﻿点此查看 >>

https://privacy.qq.com/document/preview/aaea5613febd44308b309a81ae83a705
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实时互动-教育版 SDK 个人信息保护规则
最近更新时间：2023-10-24 14:59:11

您可以通过单击链接查看实时互动-教育版 SDK 个人信息保护规则： ﻿单击此处 >>

https://cloud.tencent.com/document/product/1639/79924
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实时互动-教育版 SDK 合规使用指南
最近更新时间：2025-07-23 11:17:02

您可以通过单击链接查看实时互动-教育版 SDK 合规使用指南： ﻿单击此处 >>

https://cloud.tencent.com/document/product/1639/113907
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第三方信息共享清单
最近更新时间：2023-06-30 17:43:42

您可以通过单击链接查看第三方信息共享清单： ﻿单击此处 >>

https://cloud.tencent.com/document/product/1639/79925
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安全

天御验证码 JS 个人信息保护规则
最近更新时间：2024-03-20 16:18:11

您可以通过单击如下链接查看天御验证码 JS 个人信息保护规则： 。单击此处

https://rule.tencent.com/rule/202402210001


政策与规范

版权所有：腾讯云计算（北京）有限责任公司 第30 共119页

风险识别 RCE 产品合规使用指南
最近更新时间：2025-07-01 20:02:01

您可以通过点击如下链接查看风险识别 RCE 产品合规使用指南：

﻿点此查看 >>

https://rule.tencent.com/rule/202506160002
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风险识别 RCE 产品隐私政策
最近更新时间：2025-07-01 20:02:01

您可以通过点击如下链接查看风险识别 RCE 产品隐私政策：

﻿点此查看 >>

https://rule.tencent.com/rule/202506160001
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设备安全

隐私政策
最近更新时间：2024-12-09 14:55:52

详细信息，请参见  。T-Sec 设备安全（旗舰版）产品隐私政策

https://rule.tencent.com/rule/202411200005
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合规使用指南
最近更新时间：2024-12-09 14:55:52

您可以通过点击如下链接查看设备安全产品合规使用指南：

﻿腾讯 T-Sec 设备安全 SDK 合规使用指南

﻿腾讯图灵盾风险识别旗舰版 SDK 合规使用指南

﻿T-Sec 设备安全（旗舰版）产品合规使用指南

https://privacy.qq.com/document/preview/637b69e4de894265b7cdeabef4fec3bb
https://privacy.qq.com/document/preview/60b3183312ee429c9322f1a08a1fa42a
https://rule.tencent.com/rule/202411200004
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个人信息保护规则
最近更新时间：2025-07-30 17:24:32

您可以通过点击如下链接查看设备安全产品 SDK 个人信息保护规则：

SDK 名称 版本号 开发者 主要功能 使用说明
个人信息处理

规则

腾讯T-Sec 设备

安全 SDK  

Android 版

V91

腾讯云计算

（北京）有限

责任公司

对设备进行

风险识别，

可应用于登

录风险识

别、注册风

险识别、营

销风险识

别、广告反

作弊、虚假

流量识别、

游戏风险识

别等业务风

险识别场景

详细阅读

查看详细

操作指引

《腾

讯 T-Sec 设

备安全 SDK 

合规使用指

南》

﻿

﻿

《腾讯 T-

Sec 设备安

全 SDK 个人

信息保护规

则》

腾讯 T-Sec 设

备安全 SDK 

IOS 版

V20078

腾讯 T-Sec 设

备安全 SDK 

WEB 版

V2.2.0

腾讯 T-Sec 设

备安全 SDK小程

序版

V2.0.4

腾讯 T-Sec 设

备安全 SDK鸿蒙

版

V1.4.0

图灵盾风险识别

旗舰版SDK 

Android 版

V90

深圳市腾讯计

算机系统有限

公司

对设备进行

风险识别，

可应用于登

录风险识

别、注册风

险识别、营

销风险识

别、广告反

作弊、虚假

流量识别、

游戏风险识

别等业务风

险识别场

景，同时向

运营商获取

终端用户在

详细阅读

查看详细

操作指引

《图

灵盾风险识别

旗舰版 SDK 

合规使用指

南》

﻿

﻿

《图灵盾风险

识别旗舰版 

SDK 个人信

息保护规则》
图灵盾风险识别

旗舰版SDK IOS 

版

V20074

图灵盾风险识别

旗舰版SDK 

WEB 版

V2.1.1

图灵盾风险识别

旗舰版SDK 小程

序版

V2.0.4

图灵盾风险识别

旗舰版SDK 鸿蒙

V1.2.3

https://privacy.qq.com/document/preview/637b69e4de894265b7cdeabef4fec3bb
https://privacy.qq.com/document/preview/637b69e4de894265b7cdeabef4fec3bb
https://privacy.qq.com/document/preview/637b69e4de894265b7cdeabef4fec3bb
https://privacy.qq.com/document/preview/637b69e4de894265b7cdeabef4fec3bb
https://privacy.qq.com/document/preview/637b69e4de894265b7cdeabef4fec3bb
https://privacy.qq.com/document/preview/9fc8e80efa3d4c56a78e0529c3efa8fa
https://privacy.qq.com/document/preview/9fc8e80efa3d4c56a78e0529c3efa8fa
https://privacy.qq.com/document/preview/9fc8e80efa3d4c56a78e0529c3efa8fa
https://privacy.qq.com/document/preview/9fc8e80efa3d4c56a78e0529c3efa8fa
https://privacy.qq.com/document/preview/9fc8e80efa3d4c56a78e0529c3efa8fa
https://privacy.qq.com/document/preview/60b3183312ee429c9322f1a08a1fa42a
https://privacy.qq.com/document/preview/60b3183312ee429c9322f1a08a1fa42a
https://privacy.qq.com/document/preview/60b3183312ee429c9322f1a08a1fa42a
https://privacy.qq.com/document/preview/60b3183312ee429c9322f1a08a1fa42a
https://privacy.qq.com/document/preview/60b3183312ee429c9322f1a08a1fa42a
https://privacy.qq.com/document/preview/727de246c0494e2897a1fc38c7d7e4ed
https://privacy.qq.com/document/preview/727de246c0494e2897a1fc38c7d7e4ed
https://privacy.qq.com/document/preview/727de246c0494e2897a1fc38c7d7e4ed
https://privacy.qq.com/document/preview/727de246c0494e2897a1fc38c7d7e4ed
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流量反欺诈（TAF）产品合规使用指南
最近更新时间：2024-09-19 14:17:31

您可以通过点击如下链接查看流量反欺诈（TAF）产品合规使用指南：

﻿点此查看 >>

https://rule.tencent.com/rule/202409130002
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流量反欺诈（TAF）产品隐私政策
最近更新时间：2024-09-19 14:17:31

您可以通过点击如下链接查看流量反欺诈（TAF）产品隐私政策：

﻿点此查看 >>

https://rule.tencent.com/rule/202409130003
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大数据

腾讯云数据分析智能体隐私政策
最近更新时间：2025-09-02 17:04:32

您可以通过单击如下链接查看腾讯云数据分析智能体隐私政策： ﻿单击此处 >>

https://rule.tencent.com/rule/202508280001
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移动推送腾讯 SDK 隐私协议
最近更新时间：2023-07-05 16:48:42

您可以通过点击如下链接查看腾讯 SDK 隐私政策：

﻿点此查看 >>

https://privacy.qq.com/document/preview/8565a4a2d26e480187ed86b0cc81d727
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人工智能与机器学习

AI 基础产品

人脸识别服务规则
最近更新时间：2023-07-21 14:24:53

欢迎您使用腾讯云人脸识别服务（以下简称“本服务”）。

为使用本服务，您应当阅读并遵守 和《人脸识别服务规则》（以下简称“本规则”）。请您务

必审慎阅读、充分理解协议及规则的各条款内容，特别是免除或者限制腾讯云责任的条款、对用户权利进行限制的条

款、约定争议解决方式和司法管辖的条款（如第14条相关约定）等。限制、免责条款或者其他涉及您重大权益的条

款可能以加粗、加下划线等形式提示您重点注意。

《腾讯云服务协议》

除非您已充分阅读、完全理解并接受本规则所有条款，否则您无权使用本服务。您单击【同意】、【下一步】或您使

用本服务，或者以其他任何明示或者默示方式表示接受本规则的，均视为您已阅读并同意签署本规则。本规则即在您

与腾讯云之间产生法律效力，成为对双方均具有约束力的法律文件。

如果您是中国大陆地区以外的用户，您订立或履行本规则还需要同时遵守您所属和/或所处国家或地区的法律。

1. 您理解并确认：您为使用本服务而收集、获取的全部信息、数据，均符合相关法律法规的要求并获得了相关主体

的授权、许可，腾讯云基于您收集的相关信息、数据等向您提供相关服务均符合相关法律法规的要求，腾讯云无

需再另行获得任何主体的授权或许可。若腾讯云因基于腾讯云向您提供本服务而造成腾讯云任何损失的，您应承

担全部责任和赔偿腾讯云的全部损失。

2. 您应有相应权利和能力使用本服务，包括但不限于有权在相应场所布设关联设备、有权在关联设备接入本服务、

有权通过关联设备对用户进行人脸识别等。

3. 腾讯云依法依约向您提供本服务的技术能力，您使用本服务所需的信息（包括但不限于关联设备识别记录信息、

用户信息等，下同）应由您根据相关法律法规、政策规定以及本规则约定自行收集。您所收集的信息将全部且仅

用于满足您使用本服务的需求，如人员库管理、人脸检测与分析、人脸验证、人脸搜索、人脸比对等。

4. 您理解并同意本服务需使用到用户的人脸图片（统称“用户信息”），依法收集、使用、存储用户信息是您使用

本服务的必要前提。为合法使用本服务，您确认已经采取包括但不限于以下措施：

（1）依法保护用户的合法权益（包括但不限于知情权、选择权等），坚持合法、正当、必要原则，依法收集、使

用、存储用户信息。

（2）您已取得用户合法、充分且明确的授权，由腾讯云在基于您收集的用户信息的基础上为您提供本服务。

（3）未经用户授权或用户终止授权的，您应当停止对相关用户进行本服务，并及时将用户信息删除。

（4）无论用户信息是您在使用本服务之前已经掌握的，还是您因使用本服务而收集、使用的，均应当符合法律

法规以及本规则的要求。

（5）其他为依法保护用户合法权益而应当采取的措施。

5. 您理解并同意，为实现本服务目的，腾讯云将根据您收集的信息（包括但不限于客户 ID、关联设备信息、用户信

息等）为您提供本服务，您授权腾讯云根据您的指令及本服务的需求，对您所收集的信息做相应的分析和处理。

https://cloud.tencent.com/document/product/301/1967
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6. 您承诺并未、亦不会以任何方式侵犯任何主体的任何形式的合法权利，亦未收到过任何声称您或您的股东、雇

员、代理、顾问侵犯了或正在侵犯任何其他主体的合法权利的任何通知、起诉书或者其他类似信函。

7. 您应本着谨慎、合理、合法原则采取必要措施保护己方的信息，包括但不限于完善内部的管理规范、必要安全保

护技术、谨慎与第三方开展合作等。

8. 您理解并同意，腾讯云提供的本服务是按照现有技术和条件所能达到的现状提供的。由于现有技术和条件的局限

性原因，或由于您收集、提供的相关用户信息、数据等的变化，或其他非腾讯云过错、腾讯云无法控制或无法合

理预见的情形下，腾讯云不能保证其所提供的服务毫无瑕疵，不保证分析或识别结果的完全准确性，在此情况下

将不被视为腾讯云违约，腾讯云可以免责，同时双方应友好协作共同解决问题。

9. 尽管有前述约定，如果腾讯云基于有关法律、法规和规章制度的要求，需要依法披露您的信息的，则不视为腾讯

云违约，但腾讯云应在法律许可的范围内尽快通知您，同时，应当尽最大努力帮助您有效限制该信息的披露范

围，保护您的合法权益。

10. 您应当及时足额向腾讯云支付使用本服务的费用，否则，可能影响您使用本服务。若您有任何应付费用未予支

付，则应按应付费用总额的千分之三按日向腾讯云支付滞纳金，直至缴清所有费用为止。

11. 您使用本服务过程中，应当持续遵守 和本规则，如果您违反 或本规

则，腾讯云有权随时采取以下任意一项或多项措施：

（1）中止或终止向您提供本服务的部分或全部功能。

（2）若您使用的是预付费模式，腾讯云有权扣除您剩余预付款作为违约金；若因您的违约行为给腾讯云造成损

失的，您还应额外赔偿腾讯云全部损失。

（3）若您使用的是后付费模式，腾讯云有权要求您立即结清全部费用；若您迟延付款的，则依照本规则第9条收

取滞纳金。

（4）要求您赔偿因您违约行为给腾讯云造成的全部损失。

（5）其他合理维权措施。

《腾讯云服务协议》 《腾讯云服务协议》

12. 如因您违反本规则造成投诉、主张、诉讼等任何纠纷，您应当负责自行处理并承担全部责任，同时应保证腾讯云

免于因此而遭受任何损失或损害。如腾讯云因您承担任何责任的，您应当消除影响并赔偿腾讯云全部损失。

若您怠于履行本条约定的义务，腾讯云有权自主决定使用您的预付费或腾讯云自行垫付相应的赔偿费用，包括但

不限于用户主张的损害赔偿费用等。腾讯云有权在垫付相应费用后，另行向您追偿。

13. 附则

（1）本规则的签订地为广东省深圳市南山区。

（2）本规则的成立、生效、履行、解释及纠纷解决等，均适用中华人民共和国大陆地区法律（不包括冲突

法）。

（3）因本规则及本服务产生的争议，双方应首先协商解决；双方未能协商解决的，任何一方均应将争议提交深

圳市南山区人民法院管辖。

（4）本规则是 的补充，本规则未涉及的，以 约定为准，两者约定的

条款不一致的，以本规则约定为准。（正文完）

《腾讯云服务协议》 《腾讯云服务协议》

https://cloud.tencent.com/document/product/301/1967
https://cloud.tencent.com/document/product/301/1967
https://cloud.tencent.com/document/product/301/1967
https://cloud.tencent.com/document/product/301/1967
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人像变换

腾讯云图像聚类 SDK 个人信息保护规则
最近更新时间：2023-07-11 15:50:42

详细信息，请参见 。腾讯云图像聚类 SDK 个人信息保护规则

https://cloud.tencent.com/document/product/1202/74103
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腾讯云离线人脸识别 SDK 个人信息保护规则
最近更新时间：2023-07-21 14:24:53

详细信息请参见 。腾讯云离线人脸识别 SDK 个人信息保护规则

https://cloud.tencent.com/document/product/867/73149
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文字识别客户端 SDK 合规使用指南
最近更新时间：2024-07-26 15:28:51

您可以通过点击以下链接查看文字识别客户端 SDK 合规使用指南 ：

﻿点击查看 >>

https://privacy.qq.com/document/preview/4f81ff5a6876409280db427db3e827be
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语音合成 SDK 个人信息保护规则
最近更新时间：2023-09-15 09:29:01

您可以通过单击链接查看语音合成 SDK 个人信息保护规则： ﻿单击此处 >>

https://cloud.tencent.com/document/product/1073/72759
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腾讯大模型

腾讯云智能体开发平台隐私政策
最近更新时间：2025-05-20 10:12:42

您可以通过点击如下链接查看腾讯云智能体开发平台（原“大模型知识引擎”）隐私政策：

﻿点此查看 >>

https://rule.tencent.com/rule/202404080003
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AI 应用产品

人脸核身

慧眼 SDK 个人信息保护规则

人脸核身基础版
最近更新时间：2023-08-08 14:22:21

您可以通过单击如下链接查看腾讯云慧眼人脸核身基础版 SDK 个人信息保护规则： ﻿单击此处 >>

https://privacy.qq.com/document/preview/4661fcc5ceb04a4f878a5874c86b34a2
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人脸核身增强版
最近更新时间：2023-08-08 14:22:21

您可以通过单击如下链接查看腾讯云慧眼人脸核身增强版 SDK 个人信息保护规则： ﻿单击此处 >>

https://privacy.qq.com/document/preview/f7370a2ac2224ec98be3d30609568ba3


政策与规范

版权所有：腾讯云计算（北京）有限责任公司 第49 共119页

卡证 OCR
最近更新时间：2023-08-08 14:22:22

您可以通过单击如下链接查看腾讯云慧眼卡证 OCR SDK 个人信息保护规则： ﻿单击此处 >>

https://privacy.qq.com/document/preview/f52d26cb7ea34e35accb40426c758bf3
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意愿核身
最近更新时间：2023-08-08 14:22:22

您可以通过单击如下链接查看腾讯云慧眼意愿核身 SDK 个人信息保护规则： ﻿单击此处 >>

https://privacy.qq.com/document/preview/e581dd10a605487395937b408ad276c0
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实证 NFC
最近更新时间：2023-08-08 14:22:22

您可以通过单击如下链接查看腾讯云慧眼实证 NFC SDK 个人信息保护规则： ﻿单击此处 >>

https://privacy.qq.com/document/preview/c1961441eca94f239f7cc81fedbe64ed
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人机互动小程序端
最近更新时间：2023-08-08 14:22:22

您可以通过单击如下链接查看腾讯云慧眼人机互动小程序端 SDK 个人信息保护规则： ﻿单击此处 >>

https://privacy.qq.com/document/preview/f12856b71cc64b2194afa7c3c1de9610
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慧眼 SDK 合规使用指南

腾讯云慧眼人脸核身增强版 SDK 合规使用指

南
最近更新时间：2024-01-18 10:17:12

您可以通过单击如下链接查看腾讯云慧眼人脸核身增强版 SDK 合规使用指南： ﻿单击此处 >>

https://privacy.qq.com/document/preview/e70cec2c3067459d941441fa669997ff
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腾讯云慧眼人脸核身基础版 SDK 合规使用指

南
最近更新时间：2024-01-18 10:17:12

您可以通过单击如下链接查看腾讯云慧眼人脸核身基础版 SDK 合规使用指南： ﻿单击此处 >>

https://privacy.qq.com/document/preview/f21731b4edf74aa680b18a624a4f462e


政策与规范

版权所有：腾讯云计算（北京）有限责任公司 第55 共119页

腾讯同传隐私保护指引
最近更新时间：2023-08-14 10:00:54

详细信息，请参见  。腾讯同传隐私保护指引

https://cloud.tencent.com/document/product/1399/54110
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智能扫码 SDK 个人信息保护规则
最近更新时间：2025-08-21 15:06:32

您可以通过点击以下链接查看智能扫码 SDK 个人信息保护规则 ：

﻿点击查看>>

https://privacy.qq.com/document/preview/9ea5fe4e9dfd487e84953ae71475fa6d
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智能扫码 SDK 合规使用指南
最近更新时间：2025-08-21 15:06:32

您可以通过点击以下链接查看智能扫码 SDK 合规使用指南 ：

﻿点击查看>>

https://privacy.qq.com/document/preview/cd80de405e984fc0a8902ae8f3c418b3
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开发与运维

腾讯云云开发 TCB SDK 隐私保护指引
最近更新时间：2025-03-26 10:44:32

详细信息，请参见 。腾讯云云开发 TCB SDK 隐私保护指引

https://privacy.qq.com/document/preview/6a26468b77fd499984e529357e4d72a9
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腾讯云云开发 TCB SDK 合规指南
最近更新时间：2025-03-26 10:44:32

详细信息，请参见 。腾讯云云开发 TCB SDK 合规指南

https://privacy.qq.com/document/preview/cbf6a7df055d449db5e05781c8c71cdf
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前端性能监控 SDK 隐私保护协议
最近更新时间：2023-05-17 17:15:11

详细信息，请参见 。前端性能监控 SDK 隐私保护协议

https://cloud.tencent.com/document/product/248/87595
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腾讯云遨驰终端 OrcaTerm 隐私政策
最近更新时间：2023-11-02 11:45:31

您可以通过点击如下链接查看腾讯云遨驰终端 OrcaTerm 隐私政策：

﻿点此查看 >>

https://privacy.qq.com/document/preview/3178b158a6b841a08f9b61c8f731e45b
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云通信与企业服务

号码认证 SDK 个人信息保护规则
最近更新时间：2023-08-23 10:43:03

详细信息，请参见 。号码认证 SDK 个人信息保护规则

https://cloud.tencent.com/document/product/1415/65372
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腾讯云移动解析 HTTPDNS iOS SDK 合规

使用指南
最近更新时间：2024-04-17 16:38:11

详细信息，请参见 。腾讯云移动解析 HTTPDNS iOS SDK 合规使用指南

https://privacy.qq.com/document/preview/e1850c303f7848a28d76528c8f3bec0d
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移动解析 HTTPDNS SDK 个人信息保护规

则
最近更新时间：2023-09-18 16:11:01

详细信息，请参见 。移动解析 HTTPDNS SDK 个人信息保护规则

https://cloud.tencent.com/document/product/379/72015
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腾讯云移动解析 HTTPDNS Android SDK

合规使用指南
最近更新时间：2024-04-17 16:38:11

详细信息，请参见 。腾讯云移动解析 HTTPDNS Android SDK 合规使用指南

https://privacy.qq.com/document/preview/caba6bc4f2f940329c015988e8884611
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办公协同

腾讯会议

应用市场用户协议
最近更新时间：2023-08-15 18:34:32

欢迎您使用腾讯会议第三方应用平台及相关服务（以下简称“本服务”）。

为使用本服务，您应当阅读并遵守《腾讯会议第三方应用平台用户协议》（以下简称“本协议”）、《

》、《 》以及腾讯其他相关协议、规则。请您务必审慎阅读、充分理解各

条款内容，特别是限制或免除责任的条款，以及开通或使用某项服务的单独协议、规则。限制或免责条款可能以加粗

形式提示您注意。

如果您对本协议的条款有疑问的，请向我们咨询，我们将向您解释条款内容。如果您不同意本服务协议的任意内容，

或者无法准确理解我们对条款的解释，请不要进行后续操作。

除非您已阅读并接受本协议及相关协议、规则等的所有条款，否则，您无权使用本服务，您使用本服务的任何行为，

即视为您已阅读并同意上述协议、规则等的约束。

您有违反本协议的任何行为时，腾讯公司（以下简称“腾讯”或“我们”）有权依照您违反情况随时单方采取限制、

中止或终止向您提供服务等措施，并有权追究您相关责任。

腾讯会议软

件许可及服务协议 腾讯会议隐私保护指引

1. 协议的范围

1.1 协议适用主体范围

本协议适用于有权将其腾讯会议的部分或全部管理权限、账号功能等授权至腾讯会议第三方应用提供商（以下简

称“应用提供商”）开发的特定腾讯会议第三方应用（以下简称“第三方产品”）并接受应用提供商的相关服务的用

户，以下简称为“用户”或“您”。

1.2 协议关系及冲突条款

本协议被视为《腾讯会议软件许可及服务协议》的补充协议，是其不可分割的组成部分，与其构成统一整体。本协议

与上述内容存在冲突的，以本协议为准。

本协议内容同时包括腾讯可能不断发布的关于本服务的相关协议、业务规则等内容。上述内容一经正式发布，即为本

协议不可分割的组成部分，您同样应当遵守。

2. 服务声明

腾讯和您均同意和理解：

2.1 您可通过腾讯会议应用市场平台添加、使用应用提供商提供的产品。第三方产品由应用提供商自行开发、运营且

自行承担全部责任。腾讯不参与应用提供商的产品的开发、运营等，也不会对应用提供商的产品的代码和数据等任何

内容进行修改、编辑或整理等，亦不对第三方产品提供任何保证或承诺。

2.2 腾讯与应用提供商是独立的主体。因应用提供商的产品、服务及相关内容等产生的任何纠纷、责任等，或因应用

提供商违反相关法律法规或本协议约定引发的任何后果，均由应用提供商独立承担责任、赔偿损失，与腾讯无关。

https://meeting.tencent.com/declare.html
https://meeting.tencent.com/declare.html
https://privacy.qq.com/document/preview/4467add90f9d4baaabd790cb1cb08b26
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3. 用户的权利与义务

3.1 您理解，您在本平台上添加的第三方产品均由该产品的应用提供商为您提供，腾讯不对本平台上第三方产品的质

量、服务、能力等提供任何保证，您应审慎、自主选择。

3.2 您可以授权腾讯会议管理员添加第三方产品，您对管理员在添加第三方产品过程中实施的所有行为及添加后的全

部行为依法承担一切责任。

3.3 您保证您具备履行本协议项下之义务、各种行为的资格和能力。

3.4 您保证您如实提交信息和资料，并对提交的信息和资料的真实性、合法性、准确性和有效性承担责任。

3.5 您可以根据需要自行决定添加、使用本平台中任意应用提供商提供的第三方产品。您在添加、使用具体第三方产

品之前，应审慎了解具体第三方产品的功能、要求、收费及退费流程等详细内容，如果您对具体第三方产品有异议

的，则请勿以任何方式添加、使用。因添加、使用第三方产品等产生的任何纠纷，您应当与应用提供商自行通过协商

等合法方式解决。

3.6 您在添加第三方产品后，您同意通过本平台将您的信息（包括但不限于企业信息、预定的会议信息、管理员个人

信息、授权可见范围内的企业成员信息等，以下简称“您的信息”）委托给第三方产品提供者，方便第三方产品提供

者为您提供会议提醒、快速会议预定、会议管理等场景的服务，委托处理的具体信息以交互页面您同意的内容为准。

委托第三方产品提供者处理前，您应确保已经按照相关法律法规事先获得相关个人信息主体的明确同意，且已充分告

知相关个人信息主体有关个人信息收集的目的、范围、使用方式、保护措施和委托处理的情况等。您删除第三方产品

后，委托关系同步终止，删除前，您应当自行联系第三方产品提供者并要求其返还您委托处理的个人信息，或者要求

第三方产品提供者删除上述个人信息，不得保留。腾讯不参与应用提供商的个人信息处理活动，您理解并同意腾讯不

对应用提供商处理和保护前述信息的能力做任何保证，您需自行承担风险，并对您的客户和成员负责。

3.7 腾讯会议第三方应用平台尚未不支持第三方应用的任何交易购买，若您通过其他渠道向应用提供供应商购买的第

三方产品，所涉及到的购买和退款纠纷，您应当与应用提供商协商解决，腾讯不承担任何责任。

3.8 您使用本服务时，请勿随意透露企业及管理员的各类财产账户、银行卡、信用卡、腾讯会议登录账号、QQ 号

码、微信账号及对应密码等重要资料，否则由此带来的任何损失、后果和责任由您自行承担。

3.9 您应规范、合法地使用本服务，不得实施任何违法违规或任何危害计算机网络安全的行为，包括但不限于：

3.9.1 利用本服务发表、传送、传播、储存危害国家安全、祖国统一、社会稳定的，或含有侮辱、诽谤、色情、暴

力、引起他人不安及任何违反国家法律法规政策的内容。

3.9.2 利用本服务发表、传送、传播、储存侵害他人知识产权、商业机密权、肖像权、隐私等合法权利的内容。

3.9.3 未经许可使用任何数据或进入服务器/账户。

3.9.4 进入公众计算机网络或者他人计算机系统并获取、删除、修改、增加存储信息。

3.9.5 企图探查、扫描、测试本平台或网络的弱点或其它实施破坏网络安全的行为。

3.9.6 企图干涉、破坏本平台或网站的正常运行，或传播恶意程序或病毒以及其他破坏干扰正常网络信息服务的行

为。

3.9.7 利用 BUG（又叫“漏洞”或者“缺陷”）来获得不正当的利益，或者利用互联网或其他方式将 BUG 公之于

众。

3.9.8 实施其他违法违规行为。

3.10 应用提供商可能因各种原因（包括但不限于应用提供商自身运营规划调整、应用提供商违反协议规则被追究责

任、第三方产品侵犯他人知识产权被禁止销售等），导致其所提供的全部或部分第三方产品在本平台下架或被禁止使

用，这可能对您造成一定影响。您理解并同意，前述情况并非由于腾讯过错导致，您应直接向应用提供商主张权利。

3.11 第三方产品由应用提供商独立开发或依法获得相关权利人授权，通过本平台向用户进行宣传、推广和销售，受
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中华人民共和国著作权法及国际版权条约和其他知识产权法及条约的保护。您应尊重应用提供商的知识产权，未经授

权不得实施下列任何行为：

3.11.1 对第三方产品进行反向工程、反向汇编、反向编译等。

3.11.2 删除第三方产品及其他副本上所有关于商标、著作权等权利信息及内容。

3.11.3 复制、修改、链接、转载、汇编、传播，建立镜像站点、擅自借助第三方产品发展与之有关的衍生第三方产

品、作品等。

3.11.4 实施其他侵害应用提供商合法权益的行为。

3.12 应用提供商承诺遵守相关法律法规规定，向用户提供安全、合法的第三方产品，保证第三方产品功能及服务质

量与第三方产品介绍相一致，并应独立承担第三方产品的全部技术支持、及相关服务等。若因第三方产品与应用提供

商在本平台发布的第三方产品介绍、承诺等不相符给用户造成损失的，用户可要求应用提供商承担违约责任。

4. 腾讯的权利与义务

4.1 腾讯仅负责与本平台本身有关的运营和维护，并承担因本平台本身产生的用户咨询和纠纷。与第三方产品相关的

全部事务（包括但不限于用户咨询和投诉解答、纠纷处理等）由应用提供商自行负责。

4.2 为向您提供更加完善的服务，腾讯有权随时自主决定对本服务的界面、使用规则等进行优化和调整，并且腾讯有

权变更、调整第三方产品的具体类型和范围，且无须通知您。

4.3 腾讯有权在必要时单方决定修改本协议条款，且无须通知您。修改后的协议一旦在网页上公布即有效代替原来的

内容，您可以在相关服务页面查阅最新版本的协议条款。如果您不接受修改后的协议，应当停止使用本服务。否则，

您对相关服务的登录、查看、使用、购买等任何行为将被视为您对相关修改的理解和接受。

4.4 保护用户数据是腾讯的一项基本原则，除法律规定或有法律赋予权限的政府部门要求或用户同意等合理原因外，

未经您的同意，腾讯不会向任何他方公开、透露您的信息，以下情形除外：

4.4.1 您同意腾讯向第三方提供的。

4.4.2 依据法律法规的规定，或依据本协议或其他相关协议、规则等规定可以提供的。

4.4.3 为解决用户投诉、举报事件、提起诉讼而需要提供的（包括但不限于向应用提供商提供您主动提交的主体信

息、投诉通知和要求等，或依据行政、司法等政府部门要求提供您的信息等）。

4.4.4 为防止严重违法行为或涉嫌犯罪行为发生而采取必要合理行动所必须提供的。

5. 用户信息保护

5.1 企业用户授权管理员在本平台添加第三方产品过程中，管理员需要向本平台提交真实、合法、有效的信息，包括

但不限于姓名、电子邮箱、联系电话、银行账户信息、企业信息等。腾讯将严格遵守相关法律法规及《腾讯会议隐私

保护指引》的要求保护您的个人信息和企业信息。

5.2 您在使用应用提供商提供的第三方产品过程中，应用提供商基于您的委托可能需要单独收集和使用您的信息及您

的客户信息。对于前述信息，您有权利要求应用提供商遵循相关法律法规的要求及隐私保护的原则，并对应用提供商

的个人信息活动进行监督。在添加、使用具体第三方产品之前，请审慎了解第三方产品是否具备隐私保护资格和能

力，如果您对具体第三方产品有异议的，则请勿以任何方式添加、使用。在添加、使用第三方产品后，若产生有关信

息保护方面的纠纷，与腾讯无关，您应当与应用提供商协商解决。

5.3 腾讯建立严格的制度管理本平台应用提供商及其提供的第三方产品，以防止第三方产品非法收集和使用您的信

息。但请您理解，由于技术的限制，我们无法保证您在添加、使用应用提供商提供第三方产品过程中信息百分之百的

安全。您理解，您使用应用提供商提供的第三方产品，有可能因我们可控范围外的因素而出现问题。
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6. 知识产权声明

6.1 腾讯在本服务中提供的信息内容（包括但不限于网页、文字、图片、音频、视频、图表等）的知识产权均归腾讯

所有，依法属于他人所有的除外。除另有特别声明外，腾讯提供本服务时所依托软件的著作权、专利权及其他知识产

权均归腾讯所有。腾讯在本服务中所使用的“腾讯”、“TENCENT”、“腾讯会议”及腾讯会议商标等商业标

识，其著作权或商标权归腾讯所有。上述及其他任何腾讯依法拥有的知识产权均受到法律保护，未经腾讯书面许可，

您不得以任何形式进行使用或创造相关衍生作品。

7. 风险与免责

7.1 您理解并同意，第三方产品由应用提供商提供，腾讯对第三方产品不作任何类型的担保，不论是明确的或隐含

的，包括其真实性、适用性、非侵权性等。腾讯不会参与第三方产品的开发、运营等，腾讯仅提供中立的平台及相关

技术服务。因第三方产品发生的任何纠纷，为使您的问题得到更直接有效的解决，建议您与应用提供商自行通过协商

等合法方式解决。

7.2 尽管腾讯对您的信息保护做了极大的努力，但是仍然不能保证在现有的安全技术措施下，您的信息绝对安全。您

的信息还可能会因为不可抗力或非腾讯过错造成泄漏、被窃取等，您应该接受和理解。

7.3 您理解，腾讯不对应用提供商的信息保护资格和能力作任何保证，因此若由于应用提供商的原因导致您的信息或

您的客户信息泄露、被窃取等，由此给您造成损失的，您同意腾讯可以免责。

7.4 您理解并同意：在使用本服务的过程中，可能会遇到以下风险因素，使服务发生中断。出现上述情况时，腾讯将

努力在第一时间与相关单位配合，及时进行修复，但不承担因此造成的其他后果和责任：

7.4.1 不可抗力，包括但不限于自然灾害、政府行为、政策颁布调整、法律法规颁布调整、罢工、动乱、疫情等。

7.4.2 基础运营商原因，包括但不限于电信部门技术调整、电信/电力线路被他人破坏、电信/电力部门对电信网络/电

力资源进行安装、改造、维护等。

7.4.3 网络安全事故，如计算机病毒、木马或其他恶意程序、黑客攻击的破坏。

7.4.4 用户操作不当或用户的电脑软件、系统、硬件和通信线路出现故障。

7.4.5 用户通过非腾讯授权的方式使用相关服务。

7.4.6 其他非腾讯过错、腾讯无法控制或合理预见的情形。

8. 服务的中止与终止

8.1 腾讯有权提前60个自然日，以线上公告、站内信等任何方式，通知终止运营本服务而无需承担任何责任。

8.2 若腾讯自行发现或根据相关部门的信息、权利人的投诉等，发现您违反相关法律法规或本协议的，腾讯有权根据

自己的独立判断并随时单方采取以下措施中的一种或多种：

8.2.1 要求您立即更换、修改内容。

8.2.2 直接删除、屏蔽相关内容或断开链接等。

8.2.3 限制、中止您使用本服务的部分或全部功能。

8.2.4 终止您使用本服务，解除协议关系，追究您的法律责任。

8.2.5 其他腾讯认为适合的处理措施。

8.3 由于您违反本协议约定，腾讯依约终止向您提供服务后，如您后续再直接或间接，或以其他企业名义注册使用本

服务的，腾讯有权直接单方面暂停或终止提供服务。

8.4 由于您违反本协议约定，应用提供商或腾讯依约终止向您提供第三方产品的，腾讯或应用提供商无须向您退还任
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何费用。

8.5 您因违反本协议约定所引起的纠纷、责任等一概由您自行负责，腾讯也无需向您退还任何费用，而由此给您带来

的损失（包括但不限于通信中断、相关数据清空等）和责任，由您自行承担。若因此造成腾讯或他人损失的，您也应

予以赔偿。

9. 附则

9.1 您通过网络页面点击确认选择接受本协议，即表示您与腾讯已达成协议并同意接受本协议的全部约定内容。本协

议自您确认接受之时起，或自您以任何方式使用本服务时（以时间在先者为准）生效。腾讯有权在必要时修改本协议

条款。您可以在相关页面中查阅最新的协议条款。本协议条款变更后，如果您继续使用本服务，即视为您已接受修改

后的协议。如果您不接受修改后的协议，应当停止使用本服务。

9.2 本协议包括腾讯可能不断发布的关于本服务的相关协议、业务规则等内容。上述内容一经正式发布，即为本协议

不可分割的组成部分，您同样应当遵守。您对前述任何协议、业务规则的接受，即视为您对本协议全部的接受。

9.3 您同意腾讯有权经提前通知将本服务协议的权利义务全部或者部分转移给其关联方。

9.4 本协议签订地为中华人民共和国广东省深圳市南山区。

9.5 本协议的解释，效力及纠纷的解决，适用中华人民共和国大陆地区法律（不包括冲突法）。

9.6 若因本协议发生任何纠纷或争议，各方应当友好协商解决，协商不成的，均应提交本协议签订地有管辖权的人民

法院解决。

9.7 本协议条款无论因何种原因部分无效或不可执行，其余条款仍有效，对双方具有约束力。（正文完）



政策与规范

版权所有：腾讯云计算（北京）有限责任公司 第71 共119页

应用市场运营规范
最近更新时间：2024-11-27 18:05:52

1. 原则

为维护腾讯会议绿色网络环境，更好地保障用户合法权益及良好的用户体验，腾讯依据 

 《腾讯会议第三方应用提供商开发服务协议》等相关规定，制定《腾讯会议第

三方应用平台运营规则》（以下简称“本规则”）。

《腾讯云服务协议》

《腾讯会议软件许可及服务协议》

本规则适用于接入腾讯会议第三方应用平台的应用服务提供商（以下统称“服务商”），包括已经上架及正在接

入平台的应用提供服务商。

服务商必须阅读并遵守  《腾讯会议第三方应用提供商开

发服务协议》以及腾讯会议为此制定的专项规则等。本规则是在上述协议及规则基础上进行解释和说明，相关内

容和举例旨在帮助服务商更加清晰地理解和遵守相关协议和规则，以便能够更加顺利地在腾讯会议进行运营，而

不是修改或变更上述协议及规则中的任何条款。

《腾讯云服务协议》 《腾讯会议软件许可及服务协议》

2. 定义

应用列表：指腾讯会议“添加应用”、“应用市场”中已展示的位置；“可被检索”是指可在腾讯会议“添加应

用”、 “应用市场”被发现。

腾讯会议应用服务提供者：指经有效注册、申请、认证后，将其享有相应权利的第三方应用接入腾讯会议第三方

应用平台，而向用户提供第三方应用及相关服务的法人或其他组织。

第三方应用：指由具备资格的应用提供商提供的应用，其采用了腾讯提供的一套腾讯会议第三方应用技术解决方

案，以便用户可以将其腾讯会议的部分或全部管理权限、账号功能等运营内容授权至应用提供商开发的特定腾讯

会议第三方应用套件并接受应用提供商相关服务，应用提供商使用该服务的过程中，将在用户授权范围内代用户

进行管理权限、账号功能等运营操作，以下简称“应用”。

克隆应用：指与应用市场推荐应用在产品功能方面高度相似或完全重合的应用。

主动撤出应用列表：服务商向腾讯会议提交申请，主动将应用撤出应用市场。

应用列表不推荐：服务商违规限制周期内，应用列表不再推荐该应用，但用户仍可通过腾讯会议的安装链接添加

该应用。

应用下架：应用列表不再推荐该应用，用户无法通过腾讯会议的安装链接添加该应用，且已安装的用户无法使用

该应用。

3. 运营规范

3.1 技术规范

不得违反技术质量要求：包括但不限于无正当理由停止服务或服务故障，或提供服务不符合行业标准或违背用户

服务承诺的，导致用户业务中断、平台运营产生风险的。

https://cloud.tencent.com/document/product/301/1967
https://rule.tencent.com/rule/preview/ab9ea528-0bf1-47b3-a8c3-f001b98912e2
https://cloud.tencent.com/document/product/301/1967
https://rule.tencent.com/rule/preview/ab9ea528-0bf1-47b3-a8c3-f001b98912e2
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不得拒绝提供服务：包括但不限于拒绝与腾讯会议团队沟通和对接，或拒绝为用户提供正常服务，造成不良影

响。

不得实施数据安全不当行为：如服务商未妥善保护用户数据，擅自收集、使用或授权他人使用、篡改用户数据，

或导致平台、用户数据泄露的。

不得因不当行为导致用户投诉：指因以上及其他行为原因造成用户经济损失及用户流失等，导致用户投诉的。

不得通过非腾讯开发、授权的第三方软件、插件、外挂、系统，登录或使用腾讯软件及服务，或制作、发布、传

播上述工具。

不得实施违法违规行为：指违反国家法律法规等的行为，腾讯会议将对服务商违规行为进行处理，并保留追究经

济赔偿的权利。

3.2 商务规范

不得伪造数据：服务商不得以通过任何方式规避、影响、误导平台对应用交易真实使用量的统计，如以规避真实

使用量为目的，引导用户卸载收费应用安装免费应用、引导用户安装独立 App 等行为。

不得转移用户：如将用户引导至克隆应用、独立 App、其他应用，以及为同一个应用创建多个套件 ID 等行为。

不得违背商业诚信原则：包括但不限于服务商涉嫌欺诈用户，侵犯用户正常权益；对收费、代理或相关政策进行

不实宣传；误导用户，利用平台关于服务商的奖惩条例，引导用户进行相关不合规操作；服务商提供伪造或虚假

内容合同或者其他文件，使平台商业利益受损。

不得向腾讯会议端外导流：包括在应用中提供跳转链接、留资表单等方式。

3.3 推广规范

未经许可，不得使用腾讯会议商标、服务标志、企业名称、用语及其他标志/标识等进行任何宣传，损害腾讯会议

名誉、品牌；不得在详情页中推广与服务内容、腾讯会议业务无关的广告宣传。

不得在应用内向用户推送广告、导流；不得向用户频繁推送推广信息、活动信息、无效信息等行为，影响使用及

用户生活工作。

在应用中的营销活动及促活类推送、弹窗，须提前3个工作日进行报备，并不可对用户造成使用骚扰。

应用运行过程中，须关注用户反馈、避免舆情。

4. 违规或降级处理规则和处理流程

违反本规则的，平台有权独立判断和处理，视情节给予应用列表排名调整、降权、禁搜以及拒绝准入等处理措

施。

平台将通过书面形式（包括但不限于邮件，腾讯会议通知，服务商后台通知等方式）通知服务商处理结果。服务

商若对处理结果有异议，可联系腾讯会议团队（联系方式：

【meeting_marketplace@tencent.com】）。

服务商满足恢复条件后，由腾讯会议以书面形式（包括但不限于邮件，腾讯会议通知，服务商后台通知等）通知

服务商，恢复服务商至处理前状态。

服务商向腾讯会议申请主动撤出应用列表，通过后应用不再在列表被推荐，也无法被搜索到。已安装该应用的企

业仍可正常使用（包括扩容、续期等），新企业将无法再安装该应用。服务商撤出后，若存在引导、转移已安装
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企业或以任何理由不为已安装企业继续提供服务等影响腾讯会议生态的行为，腾讯会议将保留进一步追责的权

利。

具体规则和处理流程，参考下表：

限制等级    限制结果    限制周期    违规或降级行为    其他 

三级

应用列表不

推荐，按照

情节轻重判

断限制时间

15天以上，直

至整改完成

a. 技术问题或技术故障

b. 应用连续收到用户投诉

如服务商再次

发生同一限制

级别违规或降

级行为，处理

结果自动上升

一级

二级

应用列表不

推荐，按照

情节轻重判

断限制时间 

30天以上，直

至整改完成

a. 擅自转移用户到克隆应用、独

立 App 和其他应用 

b. 数据安全违规 

c. 不配合平台发布策略 

d. 不配合平台制定的运营要求/不

与平台进行沟通对接

一级 应用下架

应用下架且视

情节严重情

况，腾讯会议

保持进一步追

究的权利

a. 违反国家法律法规 

b. 损害腾讯会议名誉、品牌

对于服务商涉嫌使用非腾讯开发、授权的第三方软件、插件、外挂、系统的行为，一经发现，平台将给予服务商

警告通知，并于15天后自动下架应用3个月，期间服务商所有应用在应用市场将无法被用户搜索。若再发生同一

行为，将延长下架期至6个月。超过2次该行为，则应用永久下架。对于情节严重者，平台将立即下架应用。

5. 遵守当地法律监管

服务商在使用平台服务的过程中应当遵守当地相关的法律法规，并尊重当地的道德和风俗习惯。如果服务商的行

为违反了当地法律法规或道德风俗，服务商应当为此独立承担责任。

服务商应避免因使用本服务而使腾讯卷入政治和公共事件，否则腾讯有权暂停或终止对服务商的服务。

6. 免责声明

服务商明确了解并同意：关于平台服务腾讯不提供任何种类的明示或暗示担保或条件，包括但不限于商业适售

性、特定用途适用性等。服务商对腾讯会议的使用行为必须自行承担相应风险。

服务商明确了解并同意：本规则是在保障遵守国家法律法规、维护公序良俗，以及保护他人合法权益的基础上，

为实现打造绿色、健康、优质平台的更高目标而制定的，腾讯会议秉承该理念进行运营、管理和惩处规范，腾讯

在能力范围内尽最大的合理努力依照有效的法律法规做出判断，但是并不保证其判断完全与司法机构、行政机关

的判断一致，为此产生的后果服务商已经理解并同意自行承担。

7. 动态文档
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本规则为动态文档，平台有权根据相关法律法规更新或产品运营的需要对其内容进行修改并更新，服务商应能反复查

看以便获得最新信息。
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腾讯会议开放平台开发者协议
最近更新时间：2024-11-04 15:07:12

欢迎您使用腾讯会议开放平台提供的服务。

为使用腾讯会议开放平台的 API、SDK 和其他相关的开发服务和软件（以下简称为："本服务"），您应当阅读并遵

守《腾讯会议开放平台开发者协议》（以下简称:本协议）、  、 

 等相关协议、规则。

为使用本服务，您应当充分阅读、理解本协议，其中限制、免责条款或者其他涉及您重大权益的条款（例如免责、违

约处罚、争议管辖等）可能会以加粗、加下划线等形式提示您重点关注。

除非您已充分阅读、理解并同意接受和遵守本协议，否则，请勿使用本服务。您以任何方式明示或者默示接受本协

议，或您以任何方式使用本服务，即视为您已阅读并同意接受本协议的约束。

若您违反本协议约定，腾讯有权随时单方限制、中止或终止向您提供本服务，并有权追究您的相关责任。

《腾讯云服务协议》 《腾讯会议软件许可及服务协

议》

1. 术语含义

如无特别说明，下列术语在本协议中的含义为：

1.1 开发者：指将享有相应权利的各种应用通过腾讯会议开放平台接入腾讯会议平台从而使用腾讯会议服务的个人、

法人或其他组织（可简称为"您"）。

1.2 应用：指由开发者开发、运营的，或开发者经权利人授权运营的，通过腾讯会议 API 、SDK 等腾讯会议服务和

软件接入腾讯会议平台的应用程序或平台服务。

1.3 腾讯会议开放平台：是指由腾讯会议通过 API、SDK 等方式，为开发者用户提供会议创建、会议预定等相关技

术接口服务，由开发者结合企业业务场景，迅速连接企业与腾讯会议的能力。

1.4 腾讯：指深圳市腾讯计算机系统有限公司及其相关服务可能存在的运营关联单位。

2. 重要提示

腾讯、开发者均同意和理解：

2.1 腾讯会议开放平台是一个中立的平台技术服务提供者，仅向开发者提供音视频会议技术能力和技术支持，开发者

可以依照本协议及开放平台相关规则约定获取预约会议、发起会议、查看会议等服务或相关的技术能力和支持。

2.2 腾讯仅按"如此所示"的状态向您提供本服务，且以腾讯会议开放平台公布的为准。您应根据自身系统、软硬件配

置等情况，评估是否可以使用、如何使用本服务。请您在使用本服务前，对本服务以及您的需求、系统情况等做充分

的评估和测试，确保顺利实现使用目的。腾讯不对本服务的可用性、适用性、兼容性等做任何的承诺和保证，亦不对

您使用本服务的结果承担任何责任。

2.3 您应遵守所有适用的法律、行政法规、地方性规章、条例等规范性文件（统称为"法律法规"），确保拥有相应的

经营资质和能力，按规定取得有关部门的备案、许可或批准依法经营。

2.4 开发者应具备签署和履行本协议的权利能力和行为能力。若开发者为自然人的，应已达到法定成年人年龄且具备

完全民事行为能力。如果开发者是企业或其他法律实体而非自然人，则代表开发者签署本协议的个人，应保证已将本

协议内容告知所代表的企业或其他法律实体，并在获得了前述实体充分、完整、有效的授权和同意后方可接收本协

议、使用本服务。且开发者同意，将根据腾讯的要求及时提供相应的主体资料或身份资料等证明文件以完成实名验

证。否则，开发者不应注册、确认同意本协议或使用本服务。

https://cloud.tencent.com/document/product/301/1967
https://rule.tencent.com/rule/preview/ab9ea528-0bf1-47b3-a8c3-f001b98912e2
https://rule.tencent.com/rule/preview/ab9ea528-0bf1-47b3-a8c3-f001b98912e2
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如因开发者未及时提供有关资料或所提供资料存在瑕疵、错误等原因导致无法核验主体身份或授权行为、实名认证无

效、或您丧失民事权利能力和民事行为能力或丧失相关法律授权的，腾讯会议有权拒绝、中止或种植提供本服务，且

无需承担任何责任（包括但不限于无需退回已收取费用等）。

2.5 开发者应用由开发者自主开发、独立运营并独立承担全部责任。腾讯不会参与开发者应用的研发、运营等任何活

动，也不会对开发者的应用进行任何的修改、编辑或整理等，但双方另有约定除外。

2.6 因开发者应用及开发者使用本服务所产生的任何纠纷、责任等，或开发者违反相关法律法规或本协议约定引发的

任何后果，均由开发者独立承担责任，与腾讯无关。如侵害到腾讯或他人权益的，开发者须自行承担全部责任和赔偿

一切损失。

2.7 本服务中的部分功能或某些类型以付费形式提供。我们可能根据实际需求对付费产品和服务的收费标准、方式进

行变更，并且我们也可能对部分免费的产品或服务开始收费。前述修改或开始收费前，腾讯将会提前7个自然日通过

网站页面、弹窗、短信或邮件等一种或多种方式通知或公布收费规则。如您继续使用相关服务的，应按届时公布的收

费规则按时足额支付费用。如您不同意前述变更或付费使用，则您应停止使用对应服务。

2.8 为保证向您提供更加全面优质的服务，腾讯或腾讯的合作伙伴（简称“单项服务提供方”）可能在腾讯开放平台

为您提供其他单项服务。您有权根据需要，自主决定是否使用该单项服务。

该等单项服务可能配置单独的服务协议、使用规则等，也可能以公告、提示等方式向您站直该单项服务的功能、规则

和要求，若您选择使用某个单项服务则应按照其要求进行开通，并遵守前述相关协议、规则、公告、提示等。且您以

任何形式登录、使用单项服务，即表示您已理解并接受该单项服务的协议、规则、公告、提示等的约束。

2.9 本协议未明示授权的其他权利仍归腾讯所有，并且不能将本协议理解未以默示或其他方式授予您任何其他权利。

您使用其他权利，需根据相关平台规则另行签署书面协议或事先获得腾讯的书面许可。腾讯如果未行使前述任何权

利，并不构成对该等权利的放弃。

3. 开发者的权利和义务

3.1 账号注册

3.1.1 您申请使用本服务时，应使用您拥有合法使用权的腾讯会议账号，并遵守《腾讯云服务协议》、《腾讯会议软

件许可及服务协议》及相关协议、规则等的约束。您不得违反本协议约定将您的账号用于其他目的。

3.1.2 您在本服务中进行的包括但不限于以下事项，均是您自行或您授权他人进行的行为，均对您有约束力：注册本

服务账号、提交相应资质材料、确认和同意相关协议和规则等事项。同时，您的账号下的所有行为和内容等，均由您

自行承担相应责任。

3.1.3 若您发现有他人盗用您的账号及密码、或任何其他未经您合法授权的情形时，您应立即以有效方式通知腾讯并

提供必要资料（例如注册资料、情况说明、证明材料及诉求等，以便腾讯核实身份及事件）。腾讯收到您的有效通知

并核实身份后，会依据法律法规及服务规则进行处理。腾讯依据本条进行处理产生的相关责任和后果由您承担。

若您提供的资料存在瑕疵、错误、不完整等问题，导致腾讯无法核实您的身份或无法判断您的需求等，继而导致腾讯

未能及时处理，给您带来的损失，应由您自行承担。同时，您理解，腾讯对您的请求进行处理需要合理期限，对于腾

讯采取措施前您已经产生的损失以及采取措施后因不可归责于腾讯的原因导致的损失，腾讯不承担任何责任。

3.1.4 您应根据腾讯相关规则及要求使用账号权限，不得利用该账号从事违法违规活动，且腾讯有权根据相关法律法

规及账号管理等平台规则收回或限制您使用该账号。

3.2 资质材料
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3.2.1 您应具备使用本服务、接入和运营应用或提供相关服务等行为的相关合法资质或经过了相关政府部门的审核批

准。您应确保提供的主体资质材料、相关资质或证明以及其他任何文件等信息真实、准确、完整，并在信息发生变更

后，及时进行更新。

3.2.2 您应具备履行本协议项下之义务、各种行为的能力；您履行相关义务、从事相关行为不违反任何对您的有约束

力的法律文件。否则，您应停止实施相关行为或提供服务。

3.3 应用要求

3.3.1 您应自行负责应用的创作、开发、编辑、加工、修改、测试、运营及维护等工作，并且自行承担相应的费用。

3.3.2 您的应用应符合相关法律法规、技术规范或标准等，您应享有该应用的全部知识产权或已经获得相应的授权。

且您同意，您将根据腾讯的要求及时提供相关知识产权或合法授权证明材料。

3.3.3 您的应用应符合腾讯会议开放平台的对接入应用在技术、安全等方面的统一要求，以确保应用可以在腾讯会议

开放平台安全、稳定的运营。同时，为向用户提供优质的产品和服务，您应在应用正式上线运营后，提供应用的持续

更新，具体更新内容如下：

（1）根据用户的需求和用户量对应用进行优化开发，以更好地满足用户的需求，并提供运营活动和应用内容的版本

更新补丁。

（2）按要求对 BUG（包括无法打开、页面报错、无法正常使用、黑屏、卡顿、无法退出等）等安全类异常进行反

馈和修复。

（3）对版本优化、BUG 修补等做出不定时更新，您应提供有效的防范措施和解决方案，并应保证该等解决方案包

括解决 BUG 所需的全部必要的详尽信息。

（4）您在腾讯会议 API 开放平台上线运营应用版本需与实际运营版本一致，且不能低于含您自己及其他第三方在

内的任何合作渠道、平台或网站提供的版本。

（5）防止应用、用户服务系统的服务器和技术设备遭遇外挂攻击，如果一旦发现有外挂攻击，您应提供有效的防范

措施和解决方案，并应保证该等解决方案包括全部必要的详尽信息以解决外挂问题。

3.3.4 您在上传应用时，应如实提供其产品信息，包括名称、应用版本号、功能描述、开发者信息、使用及运行应用

所须权限列表、用户协议及隐私政策等，并且若为用户提供账号服务的，须提供相应的账号注销机制。

3.3.5 您应当在应用中向相关权利人提供投诉途径，确保权利人在认为您侵犯其合法权益时可以向您主张权利。

3.3.6 您应就应用及您提供的相关服务，在用户首次使用应用前向用户提供该应用的用户服务协议，并在协议中明

确，您的用户在使用相关服务前必须先注册腾讯会议账号 ， 您的 应用/服务会调用第三方腾讯 会议 平台或者通过第

三方腾讯公司提供 会议服务支持。

3.3.7 您同意遵守 、 以及相关审核规则、运营规则

等文件要求，并根据腾讯会议 API 开放平台的要求进行调整、优化。

《腾讯会议开放平台应用合规审核规范》 《应用市场运营规范》

3.4 使用规则

3.4.1 在您未违背本协议中的任何陈述、保证、约定的前提下，腾讯会议开放平台授予您不可转让、非排他、有限

的、可撤销的许可，供您依照本协议访问和使用腾讯会议开放平台服务。

3.4.2 您在使用本服务时须遵守相关法律法规及服务规则，不得实施包括但不限于以下行为，也不得为任何违反法律

法规的行为提供便利：

（1）反对宪法所规定的基本原则的。

（2）危害国家安全，泄露国家秘密，颠覆国家政权，破坏国家统一的。

（3）损害国家荣誉和利益的。

https://cloud.tencent.com/document/product/1095/84467
https://cloud.tencent.com/document/product/1095/79296
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（4）煽动民族仇恨、民族歧视，破坏民族团结的。

（5）破坏国家宗教政策，宣扬邪教和封建迷信的。

（6）散布谣言，扰乱社会秩序，破坏社会稳定的。

（7）散布淫秽、色情、赌博、暴力、凶杀、恐怖信息或教唆犯罪的。

（8）侮辱或诽谤他人，侵害他人合法权益的。

（9）实施任何违背"七条底线"的行为。

（10）捏造、虚构事实或隐瞒真相，误导、欺骗他人。

（11）发布、传送、传播广告信息及垃圾信息。

（12）其他法律法规禁止的行为。

3.4.3 您的应用及您提供的服务、内容均应符合法律法规等的规定及本协议或相关协议、规则等约定，不得侵犯任何

人的合法权益，您应：

（1）自行对应用中的内容（无论是您自行发布还是用户发布的，包括但不限于留言、消息、评论、名称等）负责，

保证其不违反相关法律法规以及公序良俗等。您应及时采取删除、断开链接或其他有效措施防止违法违规内容传播。

（2）保护用户知情权、选择权，尊重用户的隐私，依法保护用户的个人信息等合法权益。

（3）应当重视用户体验，坚持诚信原则，不误导、欺诈、混淆用户，不骚扰用户，不制造垃圾信息。

（4）应用不得存在未说明的隐藏特性（如设置透明、隐藏图标功能）、功能或存在有悖描述的内容行为。

（5）您不得调用与所提供服务无关的终端功能。

（6）应用不得存在任何不明收费、不得诱导用户充值、强制用户自动续费。若应用存在涉及收费的服务，应明示收

费标准、收费方式，明示内容应真实准确，经用户确认后方可扣费，应保存收费信息数据至法律规定的要求。

（7）您不得在应用内宣传与本应用无关的任何其他信息，包括但不限于广告、其他的应用产品信息等（除非腾讯与

您双方另有约定），也不得在应用内添加指向非腾讯拥有或控制或腾讯书面同意的网站链接。

（8）在未通知用户和腾讯会议开放平台的提前下，不得限制、暂停或终止向用户提供任何应用或任何服务的。

（9）对已发布的应用进行及时的更新维护，保证应用的稳定运行，并负责其应用的客户服务、运营和技术维护。

3.4.4 您只能通过腾讯会议开放平台官方文档描述中许可的方式访问（或尝试访问）、使用API、SDK等开发工具

服务/功能，且严格遵守腾讯会议开放平台的强制性限制使用（如有）。您不得从事包括但不限于以下行为，也不得

为以下行为提供便利（包括但不限于为您的用户的行为提供便利等）：

（1）删除、隐匿、改变腾讯会议显示或其中包含的任何专利、著作权、商标或其他所有权声明。

（2）对腾讯提供的基础环境进行修改和删除，或以任何方式干扰或企图干扰腾讯任何产品、任何部分或功能的正常

运行，或者制作、发布、传播上述工具、方法等。

（3）未经腾讯书面许可，您在应用中不得使用腾讯、腾讯会议等商标标识或其任何变体、缩写、 改写等。

（4）避开、尝试避开或声称能够避开任何内容保护机制，或导致用户认为其直接与腾讯会议平台及腾讯相关产品进

行交互。

（5）在未获得腾讯书面许可的情况下，以任何方式使用腾讯 URL 地址、技术接口等。

（6）在未经过用户同意的情况下，向任何其他用户及他方显示或以其他任何方式提供该用户的任何信息。

（7）请求、收集、索取或以其他方式获取用户手机号码或微信账号、邮箱等账号、密码或其他任何身份验证凭据，

包括但不限于腾讯会议账号、手机号码、邮箱地址、 微信账号等。

（8）在没有获得用户明示同意的情况下，直接联系用户，或向用户发布任何商业广告及骚扰信息。

（9）为任何用户自动登录到腾讯会议提供代理身份验证凭据。

（10）提供跟踪功能，包括但不限于识别其他用户在个人主页上查看、点击等操作行为或从事任何侵犯用户隐私的

行为。
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（11）自动将浏览器窗口定向到其他网页。

（12）未经授权获取对腾讯产品或服务的访问权。

（13）应用中含有计算机病毒、木马或其他恶意程序等任何可能危害腾讯或用户权益和终端信息安全等的内容，或

被发现存在漏洞，可能会导致被植入木马或钓鱼网页。

（14）未经过审批私自开放高危端口/服务，或在外网程序中加入 web shell。

（15）公开表达或暗示，您与腾讯之间存在合作关系，包括但不限于相互持股、商业往来或合作关系等，或声称腾

讯对您的认可。

（16）利用腾讯会议漏洞，进行恶意行为，包括但不限于发布违法违规信息，恶意劫持用户信息，捆绑软件安装，

欺诈用户等。

（17）出现公网 IP 裸露情况，或发生安全入侵类故障。

（18）将API、SDK等开发工具转授权第三方使用。

（19）其他腾讯认为不应该、不适当的行为、内容。

3.4.5 本服务中可能会使用第三方软件或技术，若有使用，腾讯保证已经获得合法授权，同时，腾讯将按照相关法规

或约定，对相关的协议或其他文件，进行展示。前述通过各种形式展现的相关协议或其他文件，均是本协议不可分割

的组成部分，与本协议具有同等的法律效力，您应当遵守这些要求。否则，因此带来的一切责任您应自行承担。因本

服务使用的第三方软件或技术引发的任何纠纷，由该第三方负责解决。

3.4.6 无论因何种原因导致您的应用或服务的终止，在终止之前，您都应该依法依约及按照腾讯要求妥善解决您与用

户之间的相关事项。您与用户之间的纠纷等问题由您自行负责解决及承担全部责任。

3.5 关于用户数据的规则

3.5.1 您的应用或服务对于用户数据的收集、保存、使用、处理等必须满足以下要求：

（1）您的应用或服务应遵守所有适用的数据保护法律规范和相应标准，包括但不限于个人信息保护相关的法律规范

和相应标准；

（2）您的应用或服务需要收集用户任何数据（包括但不限于个人信息）的，必须事先获得用户的明确同意，且仅应

当收集为应用程序运行及功能实现目的而最小必要的用户数据，同时应当告知用户相关数据收集的目的、范围及使用

方式等，保障用户知情权。

（3）您收集用户的数据后，必须采取必要的保护措施，防止用户数据被盗、泄漏等。

（4）您在特定应用中收集的用户数据仅可以在该特定应用中或为提供该应用之服务或功能而使用，或根据法律法规

的要求或您与用户之间的约定进行使用，您对收集个人信息及其使用行为的合法性、正当性和必要性承担法律责任，

保证个人信息的收集、使用、分享符合《中华人民共和国个人信息保护法》、《信息安全技术个人信息安全规范》等

相关法律、行政法规、国家标准的要求。

（5）您应向用户提供隐私保护政策，隐私保护政策须在应用界面上明显位置向用户展示，且隐私保护政策需以显著

方式、清晰易懂的语言真实、准确、完整地向用户告知您的主体信息、数据处理目的、处理方式，处理的个人信息种

类、保存期限以及用户权利等事项，如发生变动，应及时告知用户最新情况。

（6）您应根据法律、法规和监管要求落实用户实名制要求等;

（7）您应当向用户提供查阅、复制、更正补充、删除用户数据的方式，确保用户要求删除其用户数据时可通过该方

式自行操作完成，提供账号服务情况下保障注销权利。基于此项要求，您应当向用户提供客服支持，并提供有效联系

方式确保用户可以进行投诉和咨询。

（8）您应当向用户提供修改、删除用户数据的方式，确保用户要求删除其用户数据时可通过该方式自行操作完成，

并确保相关数据被完全删除。在终止产品服务等符合删除条件下，您应对收集的用户数据予以删除或匿名化处理。
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（9）您同意，对于发现或用户投诉开发者存在非法收集个人信息的情形，腾讯有权立即下架您的产品（如您应用上

架腾讯会议应用市场的）、断开链接、中止或终止提供本服务，您应及时响应采取补救措施予以解决，对造成腾讯及

用户的损失，您应予以赔偿损失。

（10）您承诺，您的产品应采取最小权限原则，调用仅为实现本业务需求的功能，除上述功能组外不得调用其他任

何功能。若您的产品涉及调用敏感接口或权限、信息通知与推送等功能时，均应有明显提示；同步告知用户申请该权

限的目的并经过用户的主动同意和确认；未经用户同意，不得更改用户未授权权限状态。

（11）开发者应获取用户的明确授权，允许开发者将应用或服务中的用户数据（包括但不限于用户账号等）提供给腾

讯用于提供会议服务使用（如需），以实现本协议约定之服务。

（12）未经用户明确授权同意，您不得收集用户的隐私信息及其他腾讯认为属于敏感信息范畴的数据，包括但不限

于不得收集或要求用户提供任何腾讯云账号、腾讯会议账号、QQ密码、用户关系链、好友列表数据、银行账号和密

码等。

（13）基于您的应用或服务在您与用户之间发生的隐私与数据安全保护问题，应由您负责与用户解决。腾讯为保障

用户权益有权利但无义务向您提供隐私与数据安全问题的解决意见和建议。若您的应用或服务发生用户数据泄露事

件，应立刻通知腾讯。

3.5.2 您不得使用腾讯会议数据用于向用户进行广告宣传使用。

3.5.3 如果腾讯认为您收集、使用用户数据的方式，可能损害用户体验，腾讯有权要求您予以更正、主动删除相关数

据并不得再以该方式收集、使用用户数据。

3.5.4 如您存在违反相关法律法规或侵害用户权益情况的，腾讯有权限制或阻止您获取用户数据及腾讯会议数据。

3.5.5 腾讯会议开放平台运营数据、用户数据等数据的全部权利，均归属腾讯，且是腾讯的商业秘密，依法属于用户

享有的相关权利除外。未经腾讯事先书面同意， 您不得为本协议约定之外的目的使用前述数据，亦不得以任何形式

将前述数据提供给他人。

3.5.6 一旦开发者停止使用本服务，或腾讯基于任何原因终止您使用本服务，您必须立即删除全部从本服务中获得、

产生的数据（包括各种备份），且不得再以任何方式进行使用，但相关法律法规另有规定的除外。

3.5.7 您应自行对因使用本服务而存储在腾讯服务器的各类数据等信息，在本服务之外，采取合理、安全的技术措

施，确保其安全性，并对自己的行为（包括但不限于自行安装软件、采取加密措施或进行其他安全措施等）所引起的

结果承担全部责任。

3.5.8 如您使用的是腾讯会议 SDK 产品，您还需遵守 、

。

《腾讯会议 SDK 合规使用指南》 《腾讯会议 SDK 个人

信息保护规则》

如您需将腾讯会议 SDK 等腾讯会议服务和软件集成至自有系统或应用使用的，除非取得腾讯的明确同意外，该系统

或应用仅限您自身或本企业/组织内部使用；如需向外部第三方提供的，您需提前通知腾讯并征得腾讯明确同意。另

外，您需根据腾讯会议相关指引如实披露集成使用范围信息，包括您的自有系统/应用名称、可执行程序名称、签名

信息等；已披露信息如有变化，您将及时根据腾讯会议相关操作指引进行更新。如有违反，您构成违约，您认可腾讯

有权采取包括但不限于单方面终止服务、限制/禁用部分功能、封禁企业账号/员工账号等处置措施，并且不予退还已

支付费用。由此导致您暂时或永久无法使用部分/全部功能、无法使用腾讯会议登录或使用其他产品和/或服务的，您

应自行承担相应后果。腾讯因此遭受损失的，您应当一并赔偿。

3.6 法律责任

3.6.1 若腾讯自行发现或根据相关部门、权利人的信息、投诉等发现您可能存在违法违规或违反本协议的情况，腾讯

有权根据一般人的认识自己进行独立判断。若腾讯判断认为您存在违法违规或违反本协议约定的情况的，腾讯有权随

时单方采取以下一项或多项措施：

https://docs.qq.com/doc/p/4a05785f4d2ce3580d09972f66450bb744861745?u=3cff4c47389642cbb0188914c82b18c8
https://privacy.qq.com/document/preview/67043f4d1b5848e49251e5e228511eba
https://privacy.qq.com/document/preview/67043f4d1b5848e49251e5e228511eba
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（1）要求您立即更换、修改侵犯他方合法权益的相关内容。

（2）对涉嫌违法违规的相关应用采取封锁 API 、SDK 等接入等措施。

（3）将您的行为对外予以公告，向主管机关或权利人提供您的有效信息。

（4）中止或终止向您提供部分或全部本服务，且未经腾讯同意您不得再次使用本服务。

（5）追究您的法律责任，或同时单方终止本协议。

（6）其他腾讯认为适合的处理措施。

3.6.2 腾讯依据本协议采取相应措施（包括但不限于暂停服务、终止服务、终止协议等），不视为腾讯违约，若因此

给您造成损失（包括但不限于业务暂停、数据清空等）的，均由您自行承担。因您违反本协议约定产生的责任和后果

由您自行承担，若给腾讯或第三方造成损失的，您应当予以赔偿。

3.6.3 为合理保护您、您的用户及权利人等各方的利益，腾讯有权制定专门的侵权、投诉流程制度，您应当予以遵

守。如果腾讯接到第三方对您的投诉或举报，腾讯有权向第三方披露您相关资料（如您的主体资料及您投诉或举报提

交的反通知书、相关证据等全部资料），要求您与投诉方进行协商（包括但不限于建立包含您、腾讯以及投诉方的三

方邮件组，供您、投诉方直接沟通、相互举证等，下同），若您投诉或举报其他腾讯客户的，腾讯也有权向被投诉方

披露您相关资料（如您的主体资料及您就投诉或举报提交的通知书、相关证据等全部资料），要求您与被投诉方进行

协商，以便及时解决投诉、纠纷，保护各方合法权益，您应当予以配合，否则，可能会影响您继续使用本服务，由此

造成您或他方损失的，您自行承担。

4. 腾讯的权利义务

4.1 腾讯会根据您选择的服务以及交纳费用的情况向您提供相应的服务。

4.2 保护您的信息的安全是腾讯的一项基本原则，未经您的同意，腾讯不会向腾讯以外的任何公司、组织和个人披

露、提供您的信息，但下列情形除外：

4.2.1 据本协议或其他相关协议、规则等规定可以提供的。

4.2.2 依据法律法规的规定可以提供的。

4.2.3 行政、司法等政府部门要求提供的。

4.2.4 您同意腾讯向第三方提供。

4.2.5 为解决举报事件、提起诉讼而需要提供的。

4.2.6 为防止严重违法行为或涉嫌犯罪行为发生而采取必要合理行动所必须提供的。

4.3 尽管腾讯对您的信息保护做了极大的努力，但是仍然不能保证在现有的安全技术措施下，您的信息可能会因为不

可抗力或非腾讯因素造成泄漏、窃取等，由此给您造成损失的，您同意腾讯可以免责。

4.4 腾讯可将本协议下的权利和义务的部分或全部转让给他人，如果您不同意腾讯的该转让，则有权停止使用本协议

下服务。否则，视为您对此予以接受。

4.5 除了另行有约定外，腾讯无需为按照本协议享有的权益而向您支付任何费用。

4.6 于任何情形下，腾讯均不对您使用本服务产生的间接的、偶然的、特殊的或惩罚性的损害和损失（例如利润损

失、机会损失、向第三方支付的费用、声誉/商誉损失或损害等）承担责任，无论基于合同、保证、侵权或任何其它

责任理论，不论腾讯是否知道或应当知道上述损失或损害的可能性。

5. 关于免责

5.1 您理解并同意：鉴于网络服务的特殊性，腾讯有权在无需通知您的情况下根据腾讯会议的整体运营情况或相关运

营规范、规则等，可以随时变更、中止或终止部分或全部的服务，若由此给您造成损失的，您同意放弃追究腾讯的责
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任。

5.2 您理解并同意：为了向您提供更完善的服务，腾讯有权定期或不定期地对提供本服务的平台或相关设备进行检

修、维护、升级等，此类情况腾讯会议会提前向您发送公告，在平台提前通知的情况下，升级维护给您造成损失的，

您同意放弃追究腾讯的责任。

5.3 您理解并同意：腾讯的服务是按照现有技术和条件所能达到的现状提供的。腾讯会尽最大努力向您提供服务，但

腾讯不能保证所提供的服务毫无瑕疵，也无法随时预见和防范法律、技术以及其他风险，包括但不限于不可抗力、病

毒、木马、黑客攻击、系统不稳定、第三方服务瑕疵、政府行为等原因可能导致的服务中断、数据丢失以及其他的损

失和风险。所以您也同意，即使腾讯提供的服务存在瑕疵，但上述瑕疵是当时行业技术水平所无法避免的，其将不被

视为腾讯违约，同时，由此给您造成的数据或信息丢失等损失的，您同意放弃追究腾讯的责任。

5.4 您理解并同意：在使用本服务的过程中，可能会遇到不可抗力等风险因素，使本服务发生中断。不可抗力是指不

能预见、不能克服并不能避免且对一方或双方造成重大影响的客观事件，包括但不限于自然灾害如洪水、地震、瘟疫

流行和风暴等以及社会事件如战争、动乱、政府行为、政府管制等。出现上述情况时，腾讯将努力在第一时间与相关

单位配合，及时进行修复，若由此给您造成损失的，您同意放弃追究腾讯的责任。

5.5 您理解并同意：若由于以下情形导致服务中断或受阻，给您造成损失的，您同意放弃追究腾讯的责任：

5.5.1 受到计算机病毒、木马或其他恶意程序、黑客攻击的破坏。

5.5.2 您或腾讯的电脑软件、系统、硬件和通信线路出现故障，或您操作不当。

您通过非腾讯授权的方式使用本服务。

5.5.3 其他腾讯无法控制或合理预见的情形。

6. 服务的中止或终止

6.1 如您书面通知腾讯不接受本协议或对其的修改，腾讯有权随时中止或终止向您提供全部或部分本服务。

6.2 因不可抗力因素导致您无法继续使用本服务或腾讯无法提供本服务的，任何一方均有权随时终止协议。

6.3 本协议约定的其他中止或终止条件发生或实现的，腾讯有权随时中止或终止向您提供全部或部分本服务。

6.4 如果一方及其债权人或任何其他合法方申请清算、破产、重组、和解或解除或一方资金无法维持公司正常运作；

或一方无法赔偿任何应尽债务；或一方的债权人接管一方的经营，则相对方可终止本协议。

6.5 由于您违反本协议约定，腾讯依约终止向您提供本服务后，如您后续再直接或间接，或以他人名义使用本服务

的，腾讯有权直接单方面中止或终止提供本服务。

6.6 如本协议或本服务因为任何原因终止的，对于您的账号中的全部数据或您因使用本服务而存储在腾讯服务器中的

数据等任何信息，腾讯可自行决定是否将该等信息保留或删除，包括服务终止前您尚未完成的任何数据。

6.7 如本协议或本服务因为任何原因终止的，您应自行处理好关于数据等信息的备份以及与您的用户之间的相关事项

的处理等，若由此造成腾讯损失的，您应负责赔偿。

7. 关于通知

7.1 腾讯可能会以网页公告、网页提示、系统消息、电子邮件、手机短信、常规的信件、您注册的本服务账号的管理

系统内发送站内信等方式中的一种或多种，向您送达关于本服务的各种规则、通知、提示等信息，该等信息一经腾讯

采取前述任何一种方式公布或发送，即视为送达。为保证您顺利使用本服务，请您务必仔细阅读和了解相关信息的内

容，若您不接受其内容的，请您书面通知腾讯并停止使用相关服务，否则视为您已经接受、同意。

7.2 为保证您及时收悉与本服务相关的信息，您应确保您提供的电子邮箱、手机号码、通讯地址等准确、无误，否

则，可能导致您未收到相关规则、通知、提示等信息，由此产生的后果及责任将由您自行承担。
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7.3 您同意腾讯或合作伙伴可以向您的电子邮件、手机号码等发送可能与本服务不相关的其他各类信息包括但不限于

商业广告等。

7.4 若您有事项需要通知腾讯的，应当按照本服务对外正式公布的联系方式书面通知腾讯。

8. 知识产权与保密

8.1 双方单独享有的商标权、著作权或者其他知识产权，均仍归各方单独享有，并不会因为双方签订或者履行本协议

而转归对方享有，或者转归双方共同享有（双方另有约定除外）。

8.2 腾讯在本服务中提供的信息内容（包括但不限于网页、文字、图片、音频、视频、图表等）及其知识产权均归腾

讯所有，依法属于他人所有的除外。除另有特别声明外，腾讯提供本服务时所依托软件的著作权、专利权及其他知识

产权均归腾讯所有。腾讯在本服务中所使用的"腾讯会议"、"腾讯"、"腾讯云"、"TENCENT"、"QQ"及腾讯会议 

logo 等商业标识，其著作权或商标权归腾讯所有。上述及其他任何腾讯依法拥有的知识产权均受到法律保护，未经

腾讯书面许可，您不得以任何形式进行使用或创造相关衍生作品。

8.3 您仅拥有依照本协议约定合法使用本服务的权利，与本服务相关的 API 相关的著作权、专利权等相关全部权利

归腾讯所有。未经腾讯书面许可，您不得违约或违法使用，不得向任何单位或个人提供、出售、转让、转授权腾讯的

代码、API、SDK 及开发工具等，亦不得对腾讯会议服务及其软件、系统进行开发、反向工程或反向编译等侵犯腾

讯知识产权的行为。您涉及对腾讯会议服务进行二次开发或修改的，应先经腾讯书面同意并签署书面合同。

8.4 您同意授权腾讯及其关联方在涉及腾讯会议的各类平台渠道信息展示、市场推广、商务机会谈判等过程中，通过

包括但不限于文章、图片、音视频等形式，使用您的名称、品牌（logo）、商标等商业标识，以及本协议服务项

目、您的使用情况及反馈（如有）等。

8.5 如果第三方向您提出索赔，声称您依照本协议获取、使用腾讯会议服务的行为侵犯了权利人的知识产权，或腾讯

认为有可能被提起上述索赔，腾讯将自行决定：（a）为您获取继续使用适用的腾讯会议服务的权利；（b）修改腾

讯会议服务，或以不会严重损害服务功能的、不侵权的软件或服务来替换原有服务；或（c）如果上述方案均不具备

商业合理性，则可以终止适用的订单（如有），并按比例退还您为该索赔行为（或索赔可能）所涉服务向腾讯预付的

费用（如有）。

8.6 保密协议

8.6.1 您和腾讯双方为了本协议目的，已经或将会提供或透露某些保密信息。其中，披露保密信息的一方为“披露

方”，而接受保密信息的一方为“接收方”。

8.6.2 “保密信息”指由披露方持有的与其业务、经营、技术及权利等事项相关的，非公开的信息、资讯、数据、资

料等，包括但不限于涉及双方以及其合作方的营业规划、商务资料、业务战略等，与技术有关之知识及信息、创意、

设想、方案、软件、硬件、API 接口等开发工具、设计等，提供的物品或厂商资料，用户信息，人事资料，商业计

划，服务价格及折扣，财务状况等。

8.6.3 接收方从披露方所获悉的信息（无论该等信息和资料以何种形式或载于何种载体），如有标明或可合理认知为

属于披露方的保密信息的，接收方须对披露方的保密信息保密，且应仅为履行本协议的目的使用保密信息。未经披露

方书面同意，不得以任何方式披露给第三方或用于本协议以外目的。接收方应以对待其自身保密信息相同的注意程度

（且不得低于合理审慎义务）对待披露方的保密信息。

8.6.4 尽管有前述约定，符合下列情形之一的，相关信息不被视为保密信息：

（1）接收方在披露方向其披露之前已经通过合法的渠道或方式持有的信息。

（2）该信息已经属于公知领域，或该信息在非因接收方违反本协议的情况下而被公开。

（3）接收方合法自其他有权披露资料的第三方处知悉且不负有保密义务的信息。
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（4）由接收方不使用或不参考任何披露方的保密信息而独立获得或开发的。

8.6.5 如果接收方基于法律法规或监管机关的要求，需要依法披露披露方的保密信息的，不视为违反本协议，但接收

方应当在法律许可的范围内尽快通知披露方，同时，接收方应当努力帮助披露方有效限制该保密信息的披露范围，保

护披露方合法权益。

8.6.6 双方保密义务在本协议有效期限内及期限届满后持续有效，直至相关信息不再具有保密意义。

8.6.7 一旦发生保密信息泄露事件，双方应合作采取一切合理措施避免或者减轻损害后果的产生；如因接收方违反保

密义务给披露方造成损失的，接收方应赔偿因此给披露方造成的直接经济损失。

9. 其他

9.1 本协议与《腾讯云服务协议》、《腾讯会议软件许可及服务协议》等与使用本服务相关的现有的或新增的协议或

规则构成您使用本服务所应遵守的全部协议、规则。上述内容一经正式发布，即为本协议不可分割的组成部分，您同

样应当遵守。上述内容与本协议存在冲突的，以本协议为准。您使用本服务应阅读并同意接受本协议及上述内容的约

束。腾讯有权在必要时单方修改本协议或上述内容，相关内容变更后，如果您继续使用本服务，即视为您已接受修改

后的相关内容。如果您不接受修改后的相关内容，应当停止使用相关服务。

9.2 本协议签订地为中华人民共和国广东省深圳市南山区。

9.3 本协议的成立、生效、履行、解释及纠纷解决等，均适用中华人民共和国大陆法律法规（不包括冲突法）。

9.4 因本协议发生任何纠纷或争议，首先应友好协商解决；协商不成功的，双方均同意将纠纷或争议提交本协议签订

地有管辖权的人民法院解决。

9.5 本协议所有条款的标题仅为阅读方便，本身并无实际涵义，不能作为本协议涵义解释的依据。

9.6 如本协议内容与双方就本服务签署的其他协议内容冲突的，以本协议内容为准。（正文完）
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腾讯会议第三方应用平台合作协议
最近更新时间：2024-05-08 15:17:01

为了规范腾讯会议第三方应用提供商（以下称“应用提供商”）通过腾讯会议第三方应用平台（以下简称为“第三方

应用平台”）发布上架应用、提供定制集成服务等各项行为，同时为了提供统一的用户体验、服务标准、技术标准，

本协议由深圳市腾讯计算机系统有限公司（以下称“腾讯”）与应用提供商，就应用提供商入驻及使用腾讯会议第三

方应用平台相关服务事宜而订立。

特别提示：

请您务必审慎阅读、充分理解本协议的各条款/内容，特别是免除或者限制责任的条款、争议解决和法律适用条款。

免除或者限制责任的条款可能将以加粗字体显示，您应重点阅读。如果您对本协议的条款有疑问的，请通过第三方应

用平台运营渠道进行询问，第三方应用平台将进一步向您解释条款内容。如果您不同意本协议的任意内容，或者无法

准确理解条款内容，请不要进行任何后续操作。当您勾选本协议、或将您的应用上架到第三方应用平台或发生其他使

用第三方应用平台相关服务时，即表示您已充分理解并接受本协议的全部内容，本协议对您产生法律约束力。届时您

不应以未阅读本协议的内容主张本协议无效或要求撤销本协议。

第一条 通则

1.1 第三方应用平台，是指由腾讯会议搭建的中立的网络交易应用平台，应用提供商可以通过第三方应用平台向用户

推广应用。

1.2 腾讯会议用户，是指有权将其腾讯会议的部分或全部管理权限、账号功能等授权至应用提供商开发特定腾讯会议

第三方应用并接受应用提供商相关服务的用户，以下简称为“用户”。

1.3 第三方应用平台的应用种类、服务标准、使用规则、结算方式及计费标准等（统称“服务规则”），以 

 相关页面及展示、添加具体服务时的页面说明为准，本协议或双方另有约定除外。

1.4 合作期限，指包含第三方应用平台试运营在内的期限，其中第三方应用平台试运营开始截止日期为：2022年6

月30日起至2023年6月30日止，试运营期为12个月。试运营期限届满双方无异议的，合作继续。

1.5 腾讯有权提前15日对服务规则进行调整，并通过网站公告、邮件通知、短信通知等方式予以公布，而无需另行获

得应用提供商同意。

1.6 腾讯仅向应用提供商提供各类技术服务，是中立的信息存储空间等网络服务及相关的中立技术支持服务的提供

者。应用提供商的网站、应用等任何产品、服务及相关内容等，由应用提供商自行开发、运营且自行承担全部责任。

1.7 双方均保证已经依照国家相关规定获得了合法经营资质，有权依法运营其产品及服务。

1.8 双方同意：本协议适用于双方合作期间，应用提供商通过第三方应用平台向用户展示、推广应用提供商的应用。

第三方

应用平台官网

第二条 账号

2.1 应用提供商如属于法人或其他组织，应确保为依据中华人民共和国法律在大陆地区（港澳台除外）设立的，且能

够独立承担民事责任；如属于自然人，应确保已达法定成年人的年龄且具备完全民事行为能力。

应用提供商可以使用腾讯会议账号或者微信账号登录腾讯会议第三方应用官网，按照第三方应用平台官网注册页面提

示完成注册或登录流程，并获得应用提供商账户（简称“应用提供商账户”，具体以页面展示为准）。如应用提供商

授权代表人员（下称“账号管理员”）操作该等账号的，应用提供商应确保操作该等账号的账号管理员已获得其充分

授权并能够代表其行事，且该账号管理员受本协议约束。腾讯有权对账号管理员的身份进行验证。账号管理员通过对

https://meeting.tencent.com/marketplace
https://meeting.tencent.com/marketplace
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该等账号实施的操作、行为和指令，将被视为代表应用提供商实际使用第三方应用平台及相关服务。由此引起的纠纷

和产生的损失由应用提供商自行解决和承担。

应用提供商应注意保护应用提供商账户的安全性和独立性。应用提供商知悉并理解，账户所有权归属于腾讯，应用提

供商仅在免费授权期限内享有账户的使用权；免费授权期限届满，应用提供商无法继续使用账户，如需继续使用，可

根据第三方应用平台相关指引进行续费或联系腾讯客服申请续期。

2.2 应用提供商应当按照服务注册流程填写、提交真实、合法、有效的资料（统称“应用提供商资料”），包括但不

限于姓名/名称、联系人、电子邮箱、联系电话、联系地址、工商登记证件/身份证件等。腾讯有权对应用提供商资料

进行验证审核，但腾讯的审核程序并不免除应用提供商承担所提供的资料真实性、准确性、完整性等义务。

应用提供商同意，腾讯有权根据有关法律法规要求及平台规则对外公示或提供应用提供商相关资料（例如姓名/名

称、工商登记证件等）。

如果应用提供商资料发生变更的，应用提供商应及时根据系统规则自行进行更新。如果因应用提供商所提供的资料不

合法、不真实、不准确或未及时更新，从而导致相关法律责任或不利后果的，由应用提供商承担相应的法律责任及不

利后果。腾讯有权在必要时要求核对应用提供商的有效身份信息或其他必要文件，应用提供商应积极配合，否则我们

有权限制或停止应用提供商使用第三方应用平台及相关服务。

2.3 为遵守法律法规和规章之要求，维护网络安全和信息内容生态，保护账户和交易安全，应用提供商应在首次注册

应用提供商账号时提交必要信息供第三方应用平台进行实名认证。同时应用提供商理解并认可，在首次认证后，第三

方应用平台有权随时要求应用提供商进行再次实名认证，应用提供商应当予以配合。否则，第三方应用平台有权根据

法律法规和第三方应用平台相关规则对应用提供商账号、应用提供商发布的任何应用或内容做出处理。

应用提供商在实名认证后方可在第三方应用平台提起应用上线流程。应用提供商应保证在认证过程中严格遵守认证规

则、协议（包括但不限于 ﻿ 、 、

 和本协议等），此外，应用提供商应确保向第三方应用平台提交的所有资料的真实

性、合法性和有效性。

2.4 应用提供商账户将作为应用提供商使用第三方应用平台相关服务的身份识别依据，应用提供商应当对前述账户采

取必要、有效的保密和安全保护措施（包括但不限于：保管使用权限、设置高强度密码和定期更换措施等），并对通

过该账号实施的任何行为承担责任。

2.5 若应用提供商发现有他人盗用其账户、或任何其他未经应用提供商合法授权的情形时，应用提供商应立即以有效

方式通知第三方应用平台并提供必要资料（例如客户资料、情况说明、证明材料及诉求等，以便第三方应用平台核实

身份及事件）。第三方应用平台收到应用提供商的有效通知并核实身份后，会依据法律法规及服务规则进行处理。第

三方应用平台依据本条进行处理产生的相关责任和后果由应用提供商承担。

若应用提供商提供的资料存在瑕疵，导致第三方应用平台无法核实其身份或无法判断其需求等，而导致第三方应用平

台未能及时处理，给应用提供商带来的损失，应由应用提供商自行承担。同时，应用提供商理解，第三方应用平台对

应用提供商的请求进行处理需要合理期限，对于第三方应用平台采取措施前应用提供商已经产生的损失以及采取措施

后因不可归责于第三方应用平台的原因导致的应用提供商的损失，第三方应用平台不承担任何责任。

2.6 如腾讯发现或收到他人举报应用提供商存在违反本协议规定或相关法律法规、政策的，腾讯有权向应用提供商核

实有关情况，并采取限制应用提供商账号在第三方应用平台的活动，发出警告通知以及终止向应用提供商提供服务等

措施。

2.7 应用提供商需要终止使用第三方应用平台及相关服务，且满足以下全部条件，可向腾讯指定联系方式申请注销账

号：（1）账号是应用提供商自身合法拥有并处于安全状态，即账号处于正常使用状态且无违规、被封、被盗等情

形；（2）账号项下没有未完成和/或存在争议的服务；（3）账号无任何纠纷，包括投诉举报或被投诉举报、国家机

关调查、仲裁、诉讼等纠纷。

《腾讯云服务协议》 《腾讯会议软件许可及服务协议》 《腾讯会议隐私保护指引》

《腾讯会议 API 开发者协议》

https://cloud.tencent.com/document/product/301/1967
https://meeting.tencent.com/declare.html
https://privacy.qq.com/document/preview/4467add90f9d4baaabd790cb1cb08b26
https://meeting.tencent.com/apiterms.html
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2.8 应用提供商知悉并同意，注销账号的行为会使其无法继续使用第三方应用平台及相关服务，同时，除法律法规另

有规定外，注销账号将产生下架第三方应用、数据不可逆地被删除、匿名化等后果，包括但不限于删除应用提供商号

中的所有信息、应用提供商在第三方应用平台的操作记录等。请应用提供商谨慎操作注销流程。

2.9 除本协议另有约定外，应用提供商账号不可转让、不可出借、不可继承。

第三条 第三方应用服务规则

3.1 服务类型

3.1.1 应用提供商可根据自身需求，自行决定提供以下类型的服务：标准应用服务、定制开发服务、技术支持服务和

智慧硬件服务。

3.1.2 应用提供商应根据腾讯要求及相关平台指引提交拟上架应用及相关资料，包括但不限应用详情介绍、应用或服

务所需的合法资质材料或有关部门审批文件、应用配套的用户协议及隐私政策等。

应用提供商同意并授权第三方应用平台审核上架应用及相关资料，经第三方应用平台书面确认审核通过后方可上线。

应用提供商知悉并同意，第三方应用平台的审核仅为形式审核，不得视为对应用提供商应用及相关资料的担保及保

证，如应用提供商应用及相关资料发布后产生任何纠纷，由应用提供商自行承担，均与第三方应用平台、腾讯无关。

经腾讯审核通过的，应用提供商委托腾讯将该应用在第三方应用平台进行发布，并授权腾讯根据相关法律法规及平台

规则客观、如实地展示相关资料。

若应用提供商擅自上架未经第三方应用平台书面确认审核通过的应用，第三方应用平台有权将该应用下架，并追究应

用提供商的违约责任，应用提供商应自担由此产生的损失。

3.1.3 应用提供商部分能力的开通可能需要双方另行签订单独的服务协议，单独的服务协议可能以电子文档形式展

示，也可能是独立的纸质文档形式展示，应用提供商可以根据自身情况决定是否接受服务协议及开通服务。一旦接受

相关服务协议或开通相应服务，该服务协议和相应服务规则即对应用提供商产生法律效力，未经第三方应用平台许可

不得随意变更、解除。

3.2 费用与结算

合作期间暂不支持用户在第三方应用平台购买、续费、退订应用，仅支持试用安装、在腾讯会议使用应用，用户在第

三方平台之外和应用提供商产生的交易，第三方应用平台、腾讯不承担任何责任。

第四条 应用提供商权利义务

4.1 应用提供商应保证其提交的所有信息（包括但不限于注册资料、认证资料、企业/身份信息、资质证明文件等）

的真实性、有效性、合法性；并承诺如实提供应用相关的产品信息，包括名称、应用版本号、功能描述、开发者信

息、使用及运行应用所须权限列表、用户协议及隐私政策等，并且若为用户提供账号服务的，须提供相应的账号注销

机制；并保证在信息发生变更时及时按照法律法规、平台规则和本协议的相关规定进行更新。

4.2 应用提供商应保证其具有向腾讯会议用户提供第三方应用及相关服务的资质和能力。应用提供商通过其应用和服

务提供的互联网信息服务，依法须经有关主管部门审核同意或者取得相关许可的，应用提供商应保证在经有关主管部

门审核同意或者取得相关许可后方可提供服务。

4.3 应用提供商应保证在第三方应用平台上发布的第三方应用及相关服务的名称、图标、简介和其他介绍和宣传内容

不违反法律法规和政策之规定，必须实事求是，诚信经营，不得虚假宣传，不得夸大产品功能，不得对用户虚假承

诺，且不存在侵犯第三方合法权益的情形。

4.4 应用提供商应保证其在第三方应用平台上提供的相关服务遵守相关法律法规和包括但不限于 《腾讯会议 API 开

https://cloud.tencent.com/document/product/1095/82591
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、 、  等相关的第三方应用平台的协议和

规则，不得侵犯其他主体的合法权益。

4.5 应用提供商作为应用提供商提供相关服务时须遵守相关法律法规，维护互联网秩序和安全，不得从事包括但不限

于以下行为，也不得为任何违反法律法规的行为提供便利：

（1）反对宪法所确定的基本原则的行为。

（2）危害国家安全，泄露国家秘密，颠覆国家政权，破坏国家统一的行为。

（3）损害国家荣誉和利益的行为。

（4）煽动民族仇恨、民族歧视，破坏民族团结的行为。

（5）破坏国家宗教政策，宣扬邪教和封建迷信的行为。

（6）散布谣言，扰乱社会秩序，破坏社会稳定的行为。

（7）散布淫秽、色情、赌博、暴力、凶杀、恐怖或者教唆犯罪的行为。

（8）侮辱或者诽谤他人，侵害他人合法权益的行为。

（9）侵害他人知识产权、商业秘密等合法权利的行为。

（10）恶意虚构事实、隐瞒真相以误导、欺骗他人的行为。

（11）发布、传送、传播广告信息及垃圾信息。

（12）其他法律法规禁止的行为。

4.6 应用提供商不得从事包括但不限于以下行为，也不得为以下行为提供便利（包括但不限于为腾讯会议用户的此类

行为提供便利等）：

（1）删除、隐匿、改变腾讯会议显示或其中包含的任何专利、著作权、商标或其他所有权声明。

（2）以任何方式干扰或企图干扰腾讯任何产品、任何部分或功能的正常运行，或者制作、发布、传播上述工具、方

法等。

（3）未经第三方应用平台书面许可，应用提供商在应用中不得使用包括但不限于“腾讯”、 “Tencent”、“腾

讯会议”、“微信”或其他腾讯商标标识或其任何变体、缩写、改写等。

（4）避开、尝试避开或声称能够避开任何内容保护机制，或导致用户认为其直接与腾讯相关产品进行交互。

（5）在未获得第三方应用平台书面许可的情况下，以任何方式使用腾讯 URL 地址、技术接口等。

（6）在未经过用户同意的情况下，向任何其他用户及他方显示或以其他任何方式提供该用户的任何信息。

（7）请求、收集、索取或以其他方式获取用户微信等腾讯服务的登录账号、密码或其他任何身份验证凭据，包括但

不限于微信账号、腾讯会议账号等。

（8）在没有获得用户明示同意的情况下，直接联系用户，或向用户发布任何商业广告及骚扰信息。

（9）为任何用户自动登录到腾讯会议提供代理身份验证凭据。

（10）提供跟踪功能，包括但不限于识别其他用户在个人主页上查看、点击等操作行为或从事任何侵犯用户隐私的

行为。

（11）自动将浏览器窗口定向到其他网页。

（12）未经授权获取对第三方应用平台产品或服务的访问权。

（13）应用中含有计算机病毒、木马或其他恶意程序等任何可能危害第三方应用平台或用户权益和终端信息安全等

的内容。

（14）未经过审批私自开放高危端口或服务，或在外网程序中加入 web shell。

（15）公开表达或暗示，应用提供商与第三方应用平台之间存在合作关系，包括但不限于相互持股、商业往来或合

作关系等，或声称第三方应用平台对应用提供商的认可。

（16）填写和提交账号注册与腾讯会议认证资料违反本协议规定，或申请腾讯会议认证资料与注册信息内容不一

发者协议》 《腾讯会议开放平台应用合规审核规范》 《应用市场运营规范》

https://cloud.tencent.com/document/product/1095/82591
https://cloud.tencent.com/document/product/1095/82591
https://cloud.tencent.com/document/product/1095/82591
https://cloud.tencent.com/document/product/1095/84467
https://cloud.tencent.com/document/product/1095/79296
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致，以及运营行为与注册或腾讯会议认证信息所公示身份无关的。

（17）通过虚假宣传、捆绑下载等行为，或者利用违法和不良信息诱导用户下载；通过机器或人工方式刷榜、刷

量、控评，营造虚假流量的；

（18）利用腾讯会议漏洞，进行恶意行为，包括但不限于发布违法违规信息，恶意劫持用户信息，捆绑软件安装，

欺诈用户等。

（19）出现公网IP裸露情况，或发生安全入侵类故障。

（20）其他违反法律法规和规章、公序良俗、腾讯相关在线协议或规则，或者腾讯认为不应该、不适当的行为、内

容。

4.7 应用提供商应保证其所提供的应用及服务严格按照法律法规及《腾讯会议隐私保护指引》等相关协议规则处理

（包括但不限于收集、保存、使用等）用户的个人信息和其他数据。应用提供商在采集、存储等处理用户个人信息前

应确保获取用户的明确授权，且处理用户个人信息应符合最小必要原则，同时应采取必要措施保障个人信息安全，不

得以任何理由强制要求用户同意非必要的个人信息处理行为，不得因用户不同意提供非必要个人信息，而拒绝用户使

用其基本功能服务，须为用户提供修改、删除个人信息和其他数据的渠道和方式等。不论何种原因，腾讯发现应用提

供商应用存在违规处理个人信息的，腾讯可以无条件终止与应用提供商合作，下架应用提供商应用，因应用提供商应

用存在违规处理个人信息，导致第三方应用平台、腾讯受损失的，应用提供商应当赔偿（包括但不限于直接损失、维

权费用等）。

4.8 应用提供商应用应当符合网络安全相关国家标准的强制性要求、且需符合第三方应用平台的对接入应用在技术、

安全等方面的统一要求，以确保应用可以在第三方应用平台安全、稳定的运营。应用提供商发现其应用程序存在安全

缺陷、漏洞等风险时，应当立即采取补救措施，按照规定及时告知用户并履行报告义务。应用提供商应当保证自身的

网络、设备的安全性、稳定性，如发生以下情况，应用提供商应及时解决并避免对第三方应用平台及用户产生影响：

（1）应用提供商内部网络出现问题，包括但不限于超负荷等。

（2）应用提供商自有设备或应用提供商使用的第三方设备出现故障。

（3）应用提供商自行拆离设备或通过其他方式导致网络中断。

（4）其他应用提供商原因导致的任何故障、网络中断等。

同时，为向用户提供优质的产品和服务，应用提供商应在应用正式上线运营后，提供应用的持续更新，包括但不限

于：

（1）根据用户的需求和用户量对应用进行优化开发，以更好地满足用户的需求，并提供运营活动和应用内容的版本

更新补丁。

（2）按要求对 BUG（包括无法打开、页面报错、无法正常使用、黑屏、卡顿、无法退出等）等安全类异常进行反

馈和修复。

（3）对版本优化、BUG 修补等做出不定时更新，应用提供商应提供有效的防范措施和解决方案，并应保证该等解

决方案包括解决BUG所需的全部必要的详尽信息。

（4）应用提供商在第三方应用平台上线运营应用版本需与实际运营版本一致，且不能低于含您自己及其他第三方在

内的任何合作渠道、平台或网站提供的版本。

（5）防止应用、用户服务系统的服务器和技术设备遭遇外挂攻击，如果一旦发现有外挂攻击，应用提供商应提供有

效的防范措施和解决方案，并应保证该等解决方案包括全部必要的详尽信息以解决外挂问题。 

4.9 应用提供商应确保应用及所提供的服务、内容均应符合法律法规等的规定及本协议或相关协议、规则等约定，不

得侵犯任何人的合法权益：

（1）自行对应用中的内容（无论是应用提供商自行发布还是用户发布的，包括但不限于留言、消息、评论、名称

等）负责，保证其不违反相关法律法规以及公序良俗等。应用提供商应及时采取删除、断开链接或其他有效措施防止
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违法违规内容传播。

（2）保护用户知情权、选择权，尊重用户的隐私，依法保护用户的个人信息等合法权益。

（3）应当重视用户体验，坚持诚信原则，不误导、欺诈、混淆用户，不骚扰用户，不制造垃圾信息。

（4）应用不得存在未说明的隐藏特性（如设置透明、隐藏图标功能）、功能或存在有悖描述的内容行为。

（5）应用不得调用与所提供服务无关的终端功能。

（6）应用不得存在任何不明收费、不得诱导用户充值、强制用户自动续费。若应用存在涉及收费的服务，应明示收

费标准、收费方式，明示内容应真实准确，经用户确认后方可扣费，应保存收费信息数据至法律规定的要求。

（7）应用提供商不得在应用内宣传与本应用无关的任何其他信息，包括但不限于广告、其他的应用产品信息等（除

非腾讯与您双方另有约定），也不得在应用内添加指向非腾讯拥有或控制或腾讯书面同意的网站链接。

（8）在未通知用户和第三方应用平台的提前下，不得限制、暂停或终止向用户提供任何应用或任何服务的。

（9）对已发布的应用进行及时的更新维护，保证应用的稳定运行，并负责其应用的客户服务、运营和技术维护。

4.10 应用提供商理解并同意：第三方应用平台只是中立的平台服务提供者，不参与任何第三方应用的研发、运营等

活动，因此，若应用提供商与用户或其他主体之间因非第三方应用平台原因发生纠纷，由应用提供商与相关主体主动

沟通，向相关主体提供妥善解决方案并承担全部法律责任，与第三方应用平台、腾讯无关。因此给第三方应用平台、

腾讯造成损失或责任的，应用提供商应予以全额赔偿。

4.11 应用提供商应当坚持最有利于未成年人的原则，关注未成年人健康成长，履行未成年人网络保护各项义务，严

格落实未成年用户账号实名注册和登录要求、未成年人个人信息保护等，不得以任何形式向未成年用户提供诱导其沉

迷的相关产品和服务。否则，腾讯可以无条件终止与应用提供商合作，下架应用提供商应用，如因此导致腾讯受损失

的，应用提供商应当赔偿（包括但不限于直接损失、维权费用等）。

4.12 应用提供商应保证其所提供的本协议项下的服务不存在“后门”、“程序炸弹”、“数据盗窃”、计算机病毒

等危害第三方应用平台系统安全及信息安全的情形，否则应用提供商应赔偿第三方应用平台因此遭受的一切损失。

4.13 因应用提供商数据的产生、收集、处理、使用等任何相关事项存在违反法律法规等情况而造成的全部结果及责

任均由应用提供商自行承担，并且，第三方应用平台有权随时全部或部分终止向应用提供商提供第三方应用平台相关

服务。应用提供商因此遭受的一切损失或承担的一切责任和费用，由应用提供商自行承担。

第五条 第三方应用平台权利义务

5.1 第三方应用平台应当依照本协议约定向应用提供商提供第三方应用平台相关技术支持服务。根据平台规划，该等

技术支持服务可能包括并不限于开发服务开放接口或相关中立的其他技术支持服务。

5.2 第三方应用平台应对第三方应用平台提供运营维护，但第三方应用不在第三方应用平台的运营维护范围内。

5.3 应用提供商应保证自己在本协议项下的任何行为不得侵犯任何人的合法权益或违反任何相关法规、本协议和相关

协议、规则。若第三方应用平台自行发现或根据相关部门的信息、权利人的投诉等发现应用提供商可能存在违反前述

保证的行为，第三方应用平台有权根据一般人的认识独立判断，以认定应用提供商是否存在违反前述保证情形，若第

三方应用平台经过判断认为应用提供商存在违反前述保证情形的，第三方应用平台有权随时单方采取以下一项或多项

措施：

（1）要求应用提供商立即更换、修改违反前述保证情形的相关内容。

（2）对存在违反前述保证情形的腾讯会议第三方应用或应用提供商申请或运营的全部或部分腾讯会议第三方应用及

相关应用采取封闭新用户入口、限制老用户登录等措施。

（3）对存在违反前述保证情形的腾讯会议第三方应用或应用提供商申请或运营的全部或部分腾讯会议第三方应用及

相关应用采取下线措施，即终止应用使用腾讯会议的服务。
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（4）禁止应用提供商今后将其任何新腾讯会议第三方应用及相关应用接入第三方应用平台。

（5）追究应用提供商的法律责任。

（6）将应用提供商的行为对外予以公告。

（7）其他第三方应用平台认为适合的处理措施。

5.4 腾讯可将本协议部分或全部权利义务转让予第三方，但腾讯须提前30天书面通知应用提供商。为本款生效之需

要，双方同意签订所有合理必要的文件及采取合理必要的措施。

5.5 尽管第三方应用平台对应用提供商的信息保护做了极大的努力，但是仍然不能保证在现有的安全技术措施下，应

用提供商的信息可能会因为不可抗力或非第三方应用平台因素造成泄漏、窃取等，由此给应用提供商造成损失的，应

用提供商同意第三方应用平台可以免责。

5.6 腾讯有权开发、运营与应用提供商应用相似或相竞争的应用，同时腾讯也不保证第三方应用平台上不会出现其他

开发者或应用提供商提供的与应用提供商应用的功能相竞争的应用。

5.7 第三方应用平台有权在包括但不限于应用介绍页或安装页面等，向用户阐述该应用为应用提供商开发以及由应用

提供商向用户提供客户服务等。

5.8 为向更多互联网使用者推广应用提供商的应用，应用提供商同意无偿授权第三方应用平台使用其注册商标，具体

注册商标信息以应用提供商向第三方应用平台提交的资料为准。

第三方应用平台有权采取以下行为，而无须再取得应用提供商的同意：

（1）在第三方应用平台以外的平台、网站等采取各种形式对腾讯会议第三方应用进行宣传、推广。

（2）腾讯可根据整体运营安排，自主选择向整个或部分全世界范围内的互联网用户提供应用提供商的腾讯会议第三

方应用。

（3）有权为本协议目的使用应用提供商应用的 LOGO、标识、名称、图片、应用介绍等相关素材。

5.9 若本协议到期或无效或解除，而应用提供商未与腾讯达成续签本协议的共识，腾讯平台有权自行自协议到期或无

效或解除之日起将应用提供商的应用下架。

5.10 除了另行有约定外，腾讯无需为按照本协议享有的权益而向您支付任何费用。

5.11 于任何情形下，腾讯均不对应用提供商使用本服务产生的间接的、偶然的、特殊的或惩罚性的损害和损失（例

如利润损失、机会损失、向第三方支付的费用、声誉或商誉损失或损害等）承担责任，无论基于合同、保证、侵权或

任何其它责任理论，不论应用提供商是否知道或应当知道上述损失或损害的可能性。

第六条 知识产权和保密条款

6.1 双方单独享有的商标权、著作权或者其他知识产权，均仍归各方单独享有，并不会因为双方签订或者履行本协议

而转归对方享有，或者转归双方共同享有。 

6.2 任何一方均应尊重相对方、第三方的知识产权，如有任何第三方就一方侵犯其知识产权等合法权益的原因向另一

方提起诉讼、主张索赔的，责任方应当独立处理相关纠纷，赔偿另一方的直接经济损失，并使另一方完全免责。

6.3 任何一方（接收方）从另一方（披露方）所接受之信息，如有标明或可合理认知为属于披露方的机密或专有信息

的(包括但不限于第三方应用平台向应用提供商提供的折扣优惠、技术服务费计算规则等未公开发布的内容等，以下

称“保密信息”)，接收方须对披露方的保密信息保密，且未经披露方书面同意，不得用于本协议以外目的。接收方

应以对待其自身保密信息相同的注意程度（且不得低于合理审慎义务）处理披露方的保密信息。

6.4 尽管如上所述，遇下列情况，接收方无需承担保密义务：

（1）经披露方同意披露的。

（2）非因接收方的过失而导致众所周知。



政策与规范

版权所有：腾讯云计算（北京）有限责任公司 第92 共119页

（3）接收方在披露方披露之前已由其他合法渠道获知，且披露方无类似保密限制的。

（4）接收方因法律程序或主管机关的要求需要披露任何信息的。

如需要使用披露方信息做任何市场，公关等活动，接收方需另行征得披露方的书面同意。

6.5 双方保密义务在本协议有效期限内及期限届满后持续有效，直至相关信息不再具有保密意义。因一方过错原因导

致失去保密意义的情形除外。

6.6 第三方应用平台有权根据国家司法、行政等主管部门的要求，配合查询、提供应用提供商信息等，以便及时解决

投诉纠纷，保护各方合法权益。

6.7 一方因违反保密义务给另一方造成损失的，应当予以赔偿。

第七条 责任限制

7.1 应用提供商理解并同意：鉴于网络服务的特殊性，第三方应用平台有权在无需通知应用提供商的情况下根据第三

方应用平台的整体运营情况或相关运营规范、规则等，可以随时变更、中止或终止部分或全部的服务，若由此给应用

提供商造成损失的，应用提供商同意放弃追究第三方应用平台、腾讯的责任。

7.2 应用提供商理解并同意：为了向应用提供商提供更完善的服务，第三方应用平台有权定期或不定期地对提供本服

务的平台或相关设备进行检修、维护、升级等，此类情况可能会造成相关服务在合理时间内中断或暂停的，若由此给

应用提供商造成损失的，应用提供商同意放弃追究第三方应用平台、腾讯的责任。

7.3 应用提供商理解并同意：第三方应用平台的服务是按照现有技术和条件所能达到的现状提供的。第三方应用平台

会尽最大努力向应用提供商提供服务，确保服务的连贯性和安全性；但第三方应用平台不能保证其所提供的服务毫无

瑕疵，也无法随时预见和防范法律、技术以及其他风险，包括但不限于不可抗力、病毒、木马、黑客攻击、系统不稳

定、第三方服务瑕疵、政府行为等原因可能导致的服务中断、数据丢失以及其他的损失和风险。所以应用提供商也同

意：即使第三方应用平台提供的服务存在瑕疵，但上述瑕疵是当时行业技术水平所无法避免的，其将不被视为腾讯违

约，同时，由此给应用提供商造成的数据或信息丢失等损失的，应用提供商同意放弃追究第三方应用平台、腾讯的责

任。

7.4 应用提供商理解并同意：在使用本服务的过程中，可能会遇到不可抗力等风险因素，使本服务发生中断。不可抗

力是指不能预见、不能克服并不能避免且对一方或双方造成重大影响的客观事件，包括但不限于自然灾害如洪水、地

震、瘟疫流行和风暴等以及社会事件如战争、动乱、政府行为等。出现上述情况时，第三方应用平台将努力在第一时

间与相关单位配合，及时进行修复，若由此给应用提供商造成损失的，应用提供商同意放弃追究第三方应用平台、腾

讯的责任。

7.5 应用提供商理解并同意：若由于对以下情形导致的服务中断或受阻，给应用提供商造成损失的，应用提供商同意

放弃追究第三方应用平台、腾讯的责任：

（1）第三方应用平台网站受到计算机病毒、木马或其他恶意程序、黑客攻击的破坏。

（2）第三方应用平台的电脑软件、系统、硬件和通信线路出现故障。

（3）应用提供商操作不当。

（4）应用提供商通过非第三方应用平台授权的方式使用本服务。

（5）其他腾讯无法控制或合理预见的情形。

第八条 违约责任

8.1 任何一方违反在本协议中所做的任何保证、承诺或约定，即构成违约，因违约而给另一方造成的经济损失和法律

责任，应由该违约方承担，本协议另有约定的除外。
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8.2 若应用提供商故意采取任何措施逃避第三方应用平台、腾讯对于应用交易收入的统计，一经发现，该线下交易也

被视为是在第三方应用平台的交易，同时，第三方应用平台有权追究应用提供商的违约责任。

8.3 若应用提供商故意提交虚假信息以骗取腾讯会议第三方应用商资格或应用上线资格，一经发现，第三方应用平台

有权取消应用提供商的应用提供商资格或下架应用提供商的应用，此外，第三方应用平台保留追究应用提供商违约责

任。

8.4 若应用提供商的应用或者服务违反了相关的法律法规，或侵犯了第三方应用平台或第三方包括但不限于知识产权

等合法权益，第三方应用平台有权视情况下架该应用或责令整改，若应用提供商的应用或服务对第三方应用平台、腾

讯或用户的造成了损失，应用提供商还应另行赔偿。

第九条 通知和送达

9.1 应用提供商应当保证和维护应用提供商资料的有效性，应用提供商资料若存在虚假、无效等任何可能导致应用提

供商无法及时获取业务通知、客户服务、技术支持等情况的，由应用提供商自行承担相应责任。

9.2 应用提供商应当根据腾讯会议官网公布的第三方应用平台的联系方式向第三方应用平台发送通知，双方另有约定

除外。

9.3 第三方应用平台可以不定期以网页公告、电子邮件、手机短信、站内信、即时通讯工具等方式中的一种或多种向

应用提供商发送与腾讯会议相关服务的业务通知、服务提示、验证消息等各种业务通知，以及营销广告。

9.4 各方均应保证其联系方式真实、有效，通知自发送之日视为已送达收件人。

第十条 其他

10.1 双方同意本协议使用互联网信息技术以数据电文形式订立并认同其效力，经应用提供商勾选同意后，对双方具

有法律拘束力。但应用提供商理解并同意，第三方应用平台有权提前15个自然日以书面形式（含电子邮件、站内信

等）通知应用提供商修改本协议条款，包括但不限于交易款结算方式、协议有效期等，或者提前终止本协议。

10.2 本协议由正文及第三方应用平台发布的通知（含邮件）、管理规范（含第三方应用平台运营规则等）组成。通

知、管理规范与本协议具有同等法律效力，生效日期以第三方应用平台向应用提供商发出之日、或规范正式发布之日

为准。

10.3 本协议的签订地均为广东省深圳市南山区。

10.4 本协议的到期或终止，不影响协议到期或终止前产生的权利义务和责任承担。

10.5 本协议的成立、生效、履行、解释及纠纷解决，适用中华人民共和国大陆地区法律（不包括冲突法）。

10.6 因本协议产生之争议，双方应首先协商解决；双方未能以诚意协商解决的，任何一方均应将纠纷或争议提交本

协议签订地有管辖权的人民法院管辖。

10.7 本协议的拟定、解释均以中文为准。除双方另有约定外，任何有关本协议的翻译不得作为解释本协议或判定双

方当事人意图之依据。
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腾讯会议开放平台应用合规审核规范
最近更新时间：2024-03-15 15:19:41

注意事项

（1）应用需具备独立的隐私政策，且隐私政策内容应当符合《个人信息保护法》、《网络安全法》等相关法律规范

要求。

（2）开发者应如实提供应用信息并在应用详情页向用户展示，包括应用名称、版本号、开发者信息、使用及运营应

用所须权限列表、用户协议及隐私政策等。

（3）应用所需提交的材料，会随着相关政策、法律法规以及腾讯会议要求的变化而变化，请应用开发者以提交时所

要求的材料为准，本规范所述资料要求仅供参考。

（4）最终审核意见请以开发者客服回复或后台驳回理由为准。

1. 应用基本信息

（1）应用名称超过10个汉字或20个字符、含有特殊符号或空格将被拒绝。

（2）应用创建、展示名称与应用安装后实际名称不相符的将被拒绝。

（3）应用名称以电话、邮件、等广义归纳类、普遍且不具有识别性词语来命名，从而干扰搜索结果的将被拒绝。

（4）应用名称、简介、搜索关键词中含有与内容无关的搜索热词将被拒绝。

（5）应用名称、简介、icon、截图等信息相互没有关联的将被拒绝。

（6）应用名称、icon、内容、元素等侵犯他人权利（著作权、商标权、肖像权、名誉权等）的，将被拒绝。

（7）应用 icon 截图清晰度不够或含其他水印信息将被拒绝。

（8）应用 icon 含有未经授权的特殊角标将被拒绝，例如官方、精品、腾讯相关角标等。

（9）应用 icon 未经授权的情况下使用或者变相使用代表政府实体或其他知名实体的标识及内容，例如：非国家机

构应用使用国旗、国徽、党旗、党徽、军旗、军徽等标识作为应用图标，误导用户认为该应用与国家机构之间存在关

联。

（10）应用截图存在重复图片的将被拒绝。

（11）应用简介中包含特殊符号的（例如“-”“¥%#⭐️”）将被拒绝。

（12）应用简介未明确说明应用功能或与功能介绍无关的将被拒绝。

2. 应用内容及要求

2.1 禁止反政治、反科学

（1）应用不得存在反政府、反社会或不符合主流政治的行为。

（2）应用不得存在煽动性的涉政言论或国家法律禁止的内容。

（3）应用内容含有散布谣言，扰乱社会秩序，破坏社会稳定信息的将被拒绝。

2.2 禁止色情信息

（1）应用内容含有色情素材（即旨在激发情欲，对性器官或性行为的明确描述或展示而无关美学）的将被拒绝。

（2）应用存在涉嫌宣扬传播淫秽、色情内容信息，包括暴露图片、挑逗内容等将被拒绝。
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（3）应用内容包含非法色情交易的信息将被拒绝。

（4）应用创建 icon 不支持使用真人头像或带有性暗示、挑逗等素材。

2.3 禁止赌博、竞猜和抽奖

（1）应用用户之间不得互相赠送或转让代币、积分、奖券，及其他功能性道具。

（2）应用内不得出现提供代币、功能性道具转让、急售、回收；提供账号租赁、售卖、回收等服务的银商。

（3）应用方不得自营、合营、默许他人经营银商。

（4）应用内不得直接或间接宣传银商，包括但不限于聊天、头像、社群等。

（5）应用内不得强制或恶意诱导用户进行高赔率/高门槛的对局。

（6）应用不能提供、内嵌、热更新赌博内容及玩法，例如老虎机、扎（炸）金花、21点、六合彩、德州扑克、一元

购、转盘、盲盒等。

（7）应用不得含有和赌博相关词汇，例如彩票、博彩、赌博、赌场、六合彩、梭哈等。

（8）应用不能开设、协助开设、或默许赌博行为。应对应用相关的游戏内容履行监管责任，不得涉及赌博内容推

荐，不允许有线下涉赌的指引和导流。

（9）应用需在《用户协议》等显著位置提示用户禁止赌博。

（10）若应用存在随机输赢、抽取、押注竞猜等玩法，不得存在变相赌博场景。包括但不限于：

a. 应用用户投入真实货币或虚拟货币进行随机输赢、抽取、押注竞猜等，且抽奖竞猜结果包含（或可直接兑换

为）真实货币、实物卡券奖励。

b. 应用用户投入虚拟货币进行随机输赢、抽取、押注竞猜等，奖励的功能性道具不得在用户间转让，不得有明确

的价值导向。

c. 应用内不能提供只允许用户使用真实货币才可参与的游戏场景，不能设置与真实货币相挂钩的随机奖励。

（11）若应用存在随机输赢、抽取、押注竞猜等玩法，应用所设置的随机概率以及中奖结果必须对外公示。

（12）应用不得根据数据算法（包括但不限于用户近期充值行为、VIP 等级、游戏代币总数等），有针对性的调整

游戏内的随机概率。

（13）应用好友房禁止付费进入。

（14）应用不得以道具转移为目的在第三方电商、私域社群等地开设或默许他人开设店铺，不得售卖与游戏内容相

关的虚拟道具、点卡等。

（15）应用不得以道具转移为目的提供公会房、好友房、指定选座等游戏形式，游戏房间内的道具、召唤、增益等

对游戏对局有影响的效果仅限本人使用。

（16）应用不得以场外、线下赌博为目的提供公会房、好友房、指定选座等游戏形式，游戏内输赢不得提供记分、

积分等结算相关功能，并在显著位置禁止赌博提示。

（17）应用需对用户每日充值金额、游戏内对局时长、抽奖次数、积分道具获取等设置上限，不得诱导用户过度游

戏或过度消费。

（18）应用不得将虚拟货币、虚拟道具、积分、奖券兑换为实物或大额卡券（含手机、平板电脑、价值超过1000元

人民币的卡券等）。

（19）若应用内存在随机抽取或押注竞猜玩法，不得存在以下变相赌博场景：用户投入真实货币或虚拟货币进行抽

奖竞猜，且抽奖竞猜结果包含（或可直接兑换为）真实货币、实物卡券奖励。

（20）应用中无代币投入的抽奖/多人竞赛/排名等运营活动，活动直接奖励不可为现金，道具价值不得超过5000人

民币。



政策与规范

版权所有：腾讯云计算（北京）有限责任公司 第96 共119页

2.4 禁止不当宗教信仰和民族内容

（1）应用内容涉及宗教、文化或民族群体的引用或评论包含诽谤性、攻击性或狭隘性内容，或会使特定群体遭受伤

害或暴力的程序将被拒绝。

（2）应用若包含或引用对一种宗教文字的描述，那么这个引用或翻译必须是精确、无歧义的，评论内容需要具有教

育性和信息性、不应有煽动性。

（3）应用内容包含煽动民族仇恨、民族歧视、破坏民族团结的内容、破坏国家宗教政策、宣扬邪教和封建迷信的将

被拒绝。

（4）应用内容涉及宗教文化，不包含支付功能等开展商业化宣传。

（5）应用内容从事互联网宗教信息服务，应提供《互联网宗教信息服务许可证》，否则将被拒绝。

2.5 禁止暴力、血腥和人身攻击

（1）应用内容包含展示人或动物被杀戮、致残、枪击、针刺或其他伤害的真实图片，描述暴力或虐待儿童的将被拒

绝。

（2）应用内容包含宣扬暴力血腥内容的将被拒绝。

（3）应用内容包含侮辱或者诽谤他人，侵害他人合法权益信息的将被拒绝。

2.6 特殊类别应用

应用提供的相关服务若根据相关规定属于国家管制、专营、专控等特殊领域服务的，开发者应当具备相关的特殊资质

并依法取得相关行政审批且应提供相关证明材料。特殊类别的应用包括理财、金融、支付、新闻、媒体、医药等。若

开发者未能提供相关证明材料的，特殊类别应用的上线申请将被拒绝。

2.7 法律要求

（1）反对宪法所确定基本原则的，危害国家安全、泄露国家秘密、颠覆国家政权、破坏国家统一 、损害国家荣誉和

利益的应用将被拒绝。

（2）任何带有虚假、欺诈、恶意扣费、偷跑流量等内容的应用将被拒绝。

（3）任何召集、推销、鼓动犯罪或有明显侵犯社会善良风俗行为的应用将被拒绝。

（4）任何包含法律法规禁止传播内容的应用将被拒绝。

（5）任何违规收集、处理用户个人信息、严重侵害用户个人信息等合法权益的应用将被拒绝。

2.8 禁止山寨、侵权

（1）所有依靠抄袭、模仿等手段侵害他人权益的应用内容视为山寨侵权，将被拒绝。

（2）所有使用名称、图标 icon 等信息与其他应用相同或类似，构成对他人商标权侵犯的应用将被拒绝。

（3）应用名称、icon、内容、元素、程序代码等侵犯他人权利（著作权、商标权、肖像权、名誉权等）的，将被拒

绝。

（4）应用内容为某个特定电视节目或杂志期刊时，需提供该节目或该出版社的相关授权说明方能上线。

（5）应用中若嵌入音乐素材供用户播放，合成等操作，应确保素材获得正版应用授权后方能上线。

2.9 其余内容要求



政策与规范

版权所有：腾讯云计算（北京）有限责任公司 第97 共119页

（1）企业或网站等官方类应用需提供相关企业、网站的资质或官方授权方能上线。

（2）个人开发者暂不支持接入以下类型应用，包含但不限于购物类、平台类（游戏、应用平台）、单本小说（已出

版或有明确归属作者）、侵权壁纸、个人音乐专辑、明星写真。

（3）没有显著用途或不提供任何持久娱乐价值的内容，特别是相似内容在市场上数量很多的情况下，可能被拒绝。

（4）不收录。

应用不收录内容：

刷粉、刷票应用。

VPN 翻墙、境外电台、IP 代理（IP 切换）、通讯类（包括但不限于虚拟拨号、互联网电话、电话、短信、

名片）含涉及境外功能、电信诈骗等违法违规内容。

篡改系统类、游戏修改器、外挂类（红包外挂）、破解类（修改破解功能）等应用。

恶意变更内容，切换 SDK 支付等。

涉及区块链虚拟货币、比特币交易。

涉及外汇期货、外汇按金交易、外汇开户。

涉及棋牌资讯类。

彩票销售、彩票资讯（开奖和推荐计划）和玩法（刮刮乐）。

涉及推荐赌博玩法，如炸金花、德州扑克、水果机、老虎机等。

体育（足球、篮球、网球等）资讯类中内容涉及预测，购买计划。

应用名称含“六合、心水、白小姐、曾道人、铁算盘、神算人”等博彩应用名称。

涉及充值购买虚拟币（金币、砖石等），进行押注竞猜，且盈利后涉及能兑换手机、PAD 等等实物。

一元夺宝。

催债类应用。

涉及 PUA 内容。

宗教类涉及支付。

个人定位类不收录。

手赚/网赚资讯类只包含简单的图片、文字。

儿童小游戏内涉及“儿童邪典片”及手术类型。

非常用语种（藏语/维语/日语/德语/法语等）。

应用不得以直接跳转其他网页的方式打开（空壳应用）。

内容质量较差的旅游资讯/生活资讯（菜谱、生活妙招、各类教人）/美女图片类型。

应用名称属普遍性非专有名词，例如电话、邮件、日历等。

2.10 应用内容及要求

为保证腾讯会议生态的内容安全，应用应遵守下列内容安全标准及要求，如腾讯会议发现应用申请上线时或线上运营

过程中存在违规内容露出，将根据应用审核相关规范进行处理。

（1）应用中若包含搜索板块，需要具备内容安全管控能力，过滤风险词以及风险内容。

搜索框不可显示无关或负面内容。
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搜索后页面板块不可出现负面内容。

不可将敏感词汇作为热门搜索词。

不展示风险搜索结果或增加相关的提示文案，如“因相关法律和要求，相关搜索结果不予展示”等。

（2）应用中若包含用户可自定义输入功能，需要具备内容安全管控能力，过滤风险词以及风险内容。

用户可自定义输入文字、图片、音频、视频以及其他类型内容的板块需过滤风险词以及风险内容。

不展示风险内容或增加相关的提示文案，如“因相关法律和要求，相关输入结果不予展示”等。

3. 应用功能

3.1 应用功能

（1）应用内含 Bug（包括无法打开、页面报错、无法正常使用、黑屏、卡顿、无法退出等）的将被拒绝。

（2）应用存在传输病毒文件、代码程序导致破坏或扰乱应用正常使用的行为将被拒绝。

（3）应用存在非法窃取或上传用户隐私信息的将被拒绝。

（4）应用存在修改游戏功能（例如游戏破解器、修改器）破坏游戏平衡的内容将被拒绝。

（5）应用存在有未说明的隐藏特性（例如设置透明、隐藏图标功能）、功能或有悖描述的内容行为将被拒绝。

3.2 广告信息

（1）应用内容主要为营销或广告用途将被拒绝，如内含空白广告位、招商广告等。

（2）应用内存在悬浮窗广告、弹窗广告、抽奖广告等将被拒绝。

（3）应用广告不得存在模仿系统通知和警告诱导用户点击的行为。

（4）应用广告中包含不良、违法的信息（例如色情、赌博、反动等）的将被拒绝。

3.3 其余要求

（1）应用内容与本身描述功能不符的将被拒绝。

（2）上架应用版本与实际运营版本不符的、应用内嵌非法软件或违规马甲包的将被拒绝。

（3）应用存在强制、捆绑软件使用、误导用户点击使用捆绑软件的将被拒绝。

（4）应用存在恶意诱导用户充值、付费、强制自动续费的将被拒绝。

（5）应用程序强制使用特定第三方账号登录的将被拒绝。

（6）其他如涉嫌违反法律、法规、规章及其他具有法律效力文件的应用,也将被拒绝。

（7）提交审核重点注意事项：

应用功能      目录名称   

同款应用群体性版本（例如商家版、司

机版、HD 等）
在 icon 或名称中明示。

需与某款设备配套才可使用 在简介中说明相关配套设备及其功能。

通讯类（电话，短信，名片） 涉及境外功能是不收录的。
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风水算命、星座
应用名称不得含“六合、心水、白小姐、曾道人、铁算盘、神算

人”等博彩应用名称。

指定用户/地区才可使用 需说明服务哪部分的特定用户、地区。

情趣用品商城 不含侵权且展示内容不会过分暴露。

免费游戏 开放平台没有同款，不能含有支付功能。

宗教类 不涉及支付。

免费夺宝玩法 无充值功能，参与抽奖获取方式免费。

动态/桌面/主题壁纸 内容质量好，资源丰富。

应用基本信息

（1）简介、截图、ICON、软著名称不符、信息模糊，截图水印

及简介、截图缺失。

（2）简介等不得涉嫌 SEO。

应用内广告
（1）广告弹窗有明确关闭按钮。

（2）固定为小黄条广告、banner 广告不得占全屏面积的1/4。

应用体验

（1）所有版块不得有404、报错、无法登录、无法进入或页面空

白等。

（2）相关简介不含有“最”、“第一”“百分百”等高级形容

词。

4. 应用资质

软著、游戏版号、特殊资质许可证等非开发者主体本身资质的，均需要提供授权方营业执照（手写“用于授权申请腾

讯会议开放平台上线 或 用于注册腾讯会议开放平台开发者账号 +日期”加盖公司印泥公章）、合作合同/代理合同、

相关资质许可证的原件扫描件证明。

个人软著资质授权需提供身份证复印件+红色手印+签名+个人签字照片（即本人正在签署授权函的正面照片）。

注：由于应用种类繁多和审核规则不同时期调整更新，此处特殊类应用资质说明并未详尽，最终审核意见请以开发者

客服回复或后台驳回理由为准。

4.1  所有应用分类均需提交以下资质

资质      统一资质要求   

《营业执照》

（1）（正/副本）原件彩色拍照图或彩色扫描件并加盖公章。

（2）需包含拟发布应用所涉经营范围。

（3）需与注册开发者账号所提交的营业执照一致（例如有更新，请同步

更新）。

（4）上传时请在扫描件手写“用于注册腾讯开发者账号”文字并填写日

期。
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ICP 许可证或 ICP 备案（母

子、控股和关联公司共用，请

提供授权函或关联证明）

（正/副本）原件彩色拍照图或彩色扫描件并加盖公章，联网应用需要提交 

ICP 备案截图证明及备案号信息，且备案上的官网需要与应用内容存在关

联。

﻿ ﻿ICP 许可证及备案流程说明

《计算机软件著作权证书》、

《电子版权证书》或《软件著

作权认证证书》（三选一）

（正/副本）原件彩色拍照图或彩色扫描件并加盖公章。

《腾讯会议开放平台应用发布

承诺函》
提供 并加盖公章。《腾讯会议开放平台应用发布承诺函》

《腾讯会议开放平台授权委托

书》

提供 并加盖公章，法定代表人身份证复

印件并加盖公章，授权委托书中被授权人身份证复印件并加盖公章。

《腾讯会议开放平台授权委托书》

4.2  特殊资质要求

4.2.1 金融理财

分类      业务类别      特殊资质要求   

金融

理财

证券、期

货、基金、

股票业务

（1）行情展示（例如涉及发布证券交易和行情）需提供交易所行情授权书。

（2）涉及交易需提供当地资本市场交易服务的牌照，例如：港股交易需要有港

股交易牌照；新加坡的要有资本市场服务牌照等，其中境内交易需提供《经营证

券期货业务许可证》且业务范围必须包含相关业务范围。

（3）具有境内证券交易资质（提供纸质文件）和港股通的资质（提供官网名单

截图），应用涉及港股的行情展示和港股通股票范围内的交易无需牌照，需提供

承诺函： 并加盖公章。《香港主板交易内容承诺函》

（4）涉及经营性提供 ICP 增值业务许可证，非经营性提供 ICP 备案截图加盖

公章。

（5）上传作者要提供境内子公司或是境内合作公司（不是母子公司关系的存在

授权关系属于国外产品引入，无法直接上线，需要产品方联系文化部取得相关产

品的认证资质）。

贷款业务

（1）《金融许可证》。

（2）《小额贷款公司经营许可证》或地方金融监管部门相关批文，并需审核其

许可经营的地域范围。

（3）与第三方支付平台或银行签署的资金托管协议。

银行 《金融许可证》。

信用卡业务

（1）《金融许可证》或银监会关于该行开办信用卡业务的批复。

（2）银行关于办理信用卡的《合作协议》或《授权证明》；若与多家银行合

作，需至少提供3～5家银行的上述证明资质。

（注意：此类应用不得使用银行 Logo 及银行品牌词）

https://qcloudimg.tencent-cloud.cn/raw/0a935fc0df8af830aa30eae25871b6c7/1%E3%80%81%E8%85%BE%E8%AE%AF%E4%BC%9A%E8%AE%AE%E5%BC%80%E6%94%BE%E5%B9%B3%E5%8F%B0%E5%BA%94%E7%94%A8%E5%8F%91%E5%B8%83%E6%89%BF%E8%AF%BA%E5%87%BD.pdf
https://qcloudimg.tencent-cloud.cn/raw/92a70287cb41bd057c3ab7dd1aa150aa.pdf
https://qcloudimg.tencent-cloud.cn/raw/77a9e54efdc0a4d5f1af3caaff5b0e4a/6%E3%80%81%E9%A6%99%E6%B8%AF%E4%B8%BB%E6%9D%BF%E4%BA%A4%E6%98%93%E5%86%85%E5%AE%B9%E6%89%BF%E8%AF%BA%E5%87%BD.pdf
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商业保理业

务
金融监管局同意设立商业保理公司的批文。

外汇业务
《个人本外币兑换特许业务经营许可证》、《经营外汇业务许可证》或国家外汇

管理局的批准文件。

金融理财资

讯

（1）《互联网新闻信息服务许可证》。

（2）涉及证券咨询、投资情况下，提供《经营证券期货业务许可证》（需包含

所涉及的业务经营范围，例如证券投资等）。

实物黄金买

卖、贵金属

交易

经中国人民银行许可、委托的证明文件或《贵金属交易会员证书》。

第三方支付

业务
《支付业务许可证》。

保险业务

（1）保险公司法定代表人许可证（保险公司提供）或经营保险业务许可证（保

险公司分支机构提供）。

（2）《保险营销服务许可证》或《经营保险代理业务许可证》或《经营保险经

纪业务许可证》等从事相关具体服务的资质证明。

征信业务 《个人征信业务经营许可证》或国务院征信业监督管理部门的备案证明文件。

4.2.2 网络购物

分类      业务类别      特殊资质要求   

购物
电商平台服

务

（1）《跨地区增值电信业务经营许可证》（EDI 证）。

（2）营业执照经营范围包含零售、批发、商品销售等。

（3）商家入户协议。

（4）承诺函，并加盖公章。承诺函下载：

。

《腾讯会议开放平台网络购物类应用

发布承诺函》

4.2.3 线上社交

分类      业务类别      特殊资质要求   

社交

交友、婚恋 （1） ，并在结尾责任单位/个人加盖公章/个人

手印。承诺函下载： 。

《互联网信息服务安全承诺书》

互联网信息服务安全承诺书

（2）《互联网信息服务安全评估报告》加盖公章。

（3）《互联网信息服务安全评估报告》在全国互联网安全服务管理平台的提交

结果截图（如有疑问，请参见： ）。安全评估报告提交指南

通讯

具有娱乐性

质

4.2.4 医疗健康

https://qcloudimg.tencent-cloud.cn/raw/470a1a4d5c63bd2c10d55f241d2f6c50/4%E3%80%81%E8%85%BE%E8%AE%AF%E4%BC%9A%E8%AE%AE%E5%BC%80%E6%94%BE%E5%B9%B3%E5%8F%B0%E7%BD%91%E7%BB%9C%E8%B4%AD%E7%89%A9%E7%B1%BB%E5%BA%94%E7%94%A8%E5%8F%91%E5%B8%83%E6%89%BF%E8%AF%BA%E5%87%BD.pdf
https://qcloudimg.tencent-cloud.cn/raw/470a1a4d5c63bd2c10d55f241d2f6c50/4%E3%80%81%E8%85%BE%E8%AE%AF%E4%BC%9A%E8%AE%AE%E5%BC%80%E6%94%BE%E5%B9%B3%E5%8F%B0%E7%BD%91%E7%BB%9C%E8%B4%AD%E7%89%A9%E7%B1%BB%E5%BA%94%E7%94%A8%E5%8F%91%E5%B8%83%E6%89%BF%E8%AF%BA%E5%87%BD.pdf
https://qcloudimg.tencent-cloud.cn/raw/5984322cf9a1b39f38a8fa2e9cb52eb4/5%E3%80%81%E8%90%BD%E5%AE%9E%E5%85%B7%E6%9C%89%E8%88%86%E8%AE%BA%E5%B1%9E%E6%80%A7%E6%88%96%E7%A4%BE%E4%BC%9A%E5%8A%A8%E5%91%98%E8%83%BD%E5%8A%9B%E7%9A%84%E4%BA%92%E8%81%94%E7%BD%91%E4%BF%A1%E6%81%AF%E6%9C%8D%E5%8A%A1%E5%AE%89%E5%85%A8%E6%89%BF%E8%AF%BA%E4%B9%A6.pdf
https://qcloudimg.tencent-cloud.cn/raw/5984322cf9a1b39f38a8fa2e9cb52eb4/5%E3%80%81%E8%90%BD%E5%AE%9E%E5%85%B7%E6%9C%89%E8%88%86%E8%AE%BA%E5%B1%9E%E6%80%A7%E6%88%96%E7%A4%BE%E4%BC%9A%E5%8A%A8%E5%91%98%E8%83%BD%E5%8A%9B%E7%9A%84%E4%BA%92%E8%81%94%E7%BD%91%E4%BF%A1%E6%81%AF%E6%9C%8D%E5%8A%A1%E5%AE%89%E5%85%A8%E6%89%BF%E8%AF%BA%E4%B9%A6.pdf
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分类      业务类别      特殊资质要求   

医疗

健康

医疗服务

（1）《医疗机构执业许可证》或《中医诊所备案证》。

（2）如涉及第三方医院或医生，需有与第三方医院的合作协议及相关医院的医

疗机构执业许可证或（5-8位）医生从业资格许可。

医疗器械

以下三种资质文件需至少提供其中一种：

（1）生产厂商需提供《医疗器械生产许可证》（针对第二、三类医疗器械）。

（2）《医疗器械经营许可证》（仅针对第三类医疗器械，若为生产厂家直销则

无须提供，经营范围包含“销售”即可。经营第一类医疗器械不需。许可和备

案，经营第二类医疗器械实行备案管理，提供经营备案凭证）。

（3）《互联网药品信息服务资格证书》。

药品

以下三种资质文件需至少提供其中一种：

（1）生产厂家需提供《药品生产许可证》。

（2）《药品经营许可证》（若为生产厂家直销则无须提供，经营范围包含“销

售”即可），如涉及兽药需提供《兽药经营许可证》。

（3）《互联网药品信息服务资格证书》。

医疗美容
（1）卫生行政部门医疗美容项目备案证明文件。

（2）美容机构经卫生行政部门登记注册并获得《医疗机构执业许可证》。

美容美发
（1）美容美发协会（商会）备案证明文件。

（2）《卫生许可证》。

4.2.5 影音娱乐、新闻阅读

分类

分类      
业务类别      特殊资质要求   

影音

娱

乐、

新

闻、

阅读

网络直播平

台、在线、

视频平台、

FM 平台、

在线音乐、

浏览器

（1）《信息网络传播视听节目许可证》。

（2）《网络文化经营许可证》/备案文件。

（3）如涉及弹幕、私信等即时通讯功能，需提交：

a. 《落实具有舆论属性或社会动员能力的互联网信息服务安全承诺书》，并

在结尾责任单位/个人加盖公章/个人手印。承诺函下载：

﻿

落实具有舆论属性或

社会动员能力的互联网信息服务安全承诺书

b. 《互联网信息服务安全评估报告》加盖公章。

c. 《互联网信息服务安全评估报告》在全国互联网安全服务管理平台的提交

结果截图（如有疑问，请参见： ）。互联网信息安全评估报告提交指南

新闻

（1）《互联网新闻信息服务许可证》。

（2）如新闻来源为其他具有新闻资质方，需提供相关《合作证明》/《授权证

明》。

期刊杂志、

轻阅读、小

（1）《网络文化经营许可证》/备案文件。

（2）《互联网出版许可证》或《中华人民共和国出版物经营许可证》。

https://qcloudimg.tencent-cloud.cn/raw/5984322cf9a1b39f38a8fa2e9cb52eb4/5%E3%80%81%E8%90%BD%E5%AE%9E%E5%85%B7%E6%9C%89%E8%88%86%E8%AE%BA%E5%B1%9E%E6%80%A7%E6%88%96%E7%A4%BE%E4%BC%9A%E5%8A%A8%E5%91%98%E8%83%BD%E5%8A%9B%E7%9A%84%E4%BA%92%E8%81%94%E7%BD%91%E4%BF%A1%E6%81%AF%E6%9C%8D%E5%8A%A1%E5%AE%89%E5%85%A8%E6%89%BF%E8%AF%BA%E4%B9%A6.pdf
https://qcloudimg.tencent-cloud.cn/raw/5984322cf9a1b39f38a8fa2e9cb52eb4/5%E3%80%81%E8%90%BD%E5%AE%9E%E5%85%B7%E6%9C%89%E8%88%86%E8%AE%BA%E5%B1%9E%E6%80%A7%E6%88%96%E7%A4%BE%E4%BC%9A%E5%8A%A8%E5%91%98%E8%83%BD%E5%8A%9B%E7%9A%84%E4%BA%92%E8%81%94%E7%BD%91%E4%BF%A1%E6%81%AF%E6%9C%8D%E5%8A%A1%E5%AE%89%E5%85%A8%E6%89%BF%E8%AF%BA%E4%B9%A6.pdf
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说、漫画

4.2.6 旅游出行

分类      业务类别      特殊资质要求   

旅游

出行

航空公司、

机票销售

（1）《公共航空运输企业经营许可证》。

（2）《航空公司签约销售代理企业名录》中企业获得客运销售代理的截图并加

盖航空公司公章或  可查询的授权截图。中国航空协会的官网

演出票务销

售
《营业性演出许可证》。

网约车、租

车

（1）《网络预约出租汽车经营许可证》。

（2）《道路运输经营许可证》（出租车服务）。

住宿、餐饮

销售

（1）《卫生许可证》。

（2）《餐饮服务许可证》或《食品经营许可证》。        

（3）提供住宿服务的，还需要申请《特殊行业许可证》、消防许可等资质。

4.2.7 在线教育

分类      业务类别      特殊资质要求   

教育
在线视频课

程

（1）《办学许可证》。  

（2）省级教育行政部门对校外线上培训机构予以备案的公示信息截图、

 公示的应用备案信息截图（备案信息详见教育

移动互联网应用程序备案管理办法，具体登录系统即可见）。   

教育移

动互联网应用程序备案管理平台

（3）营业执照范围包含教育。

4.2.8 生活服务

分类      业务类别      特殊资质要求   

生活

服务

求职招聘

（1）营利性机构需有： 

a. 《人力资源服务许可证》、申请许可时在人力资源部门的备案。 

b. 《劳务派遣经营许可证》（如提供劳务派遣服务）。 

（2）非营利机构（政府官方机构）需有向劳动保障部门申请的《职业介绍许可

证》。

汽车销售/服

务

生产商需提供“道路机动车辆生产企业准入许可”文件，销售商需提供《厂商授

权销售文件》。

快递/物流 《快递业务经营许可证》（非末端网点）/邮政管理部门的备案证明文件。

慈善组织 《慈善组织公开募捐资质证书》。

https://www.cata.org.cn/
https://app.eduyun.cn/bmp-web/
https://app.eduyun.cn/bmp-web/
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4.2.9 深度合成或生成式人工智能服务

分类      特殊资质要求   

深度合成或生成式

人工智能服务

（1）《互联网信息服务安全承诺书》，并在结尾责任单位/个人加盖公章/个人手印。

承诺函下载： ﻿互联网信息服务安全承诺书

（2） ，算法备案类型应为“生成合成类”（备案网址：

https://beian.cac.gov.cn/#/index ）

互联网信息服务算法备案

a. 使用自研技术，提供：

应用主体的《互联网信息服务算法备案》（算法类型为“生成合成类”）；或《互

联网信息服务算法备案》（算法类型为“生成合成类”）在审批中的系统截图 （截

图需包含完整的主体名称，算法名称等信息）

b. 使用第三方技术，需同时提供：

1.技术主体的《互联网信息服务算法备案》（算法类型为“生成合成类（深度

合成）”）或《互联网信息服务算法备案》（算法类型为“生成合成类”）在

审批中的系统截图

2.应用主体与技术主体的合作协议或服务订单截图（协议或者订单需含【算法

名称】或【应用主体】或【备案编号】相关内容）

（3）《互联网信息服务安全评估报告》加盖公章。

（4）《互联网信息服务安全评估报告》在全国互联网安全服务管理平台的提交结果截

图（如有疑问，请参见： ）。安全评估报告提交指南

（5）深度合成内容标识，即应用生成后的内容，需要在显著位置标识该内容为包含生

成合成内容。

（6）在显著位置对生成合成内容进行标识，如提示“人工智能生成”、“AI合

成”或“AI生成”等信息。

（7）用户身份核验机制，包括但不限于：移动电话号码、身份证件号码、统一社会信

用代码、可核实用户实名制信息的登录/注册功能。

（8）应用涉及采集用户人脸、人声等生物信息的，需在开始服务前单独向用户申请授

权，征得用户同意后方可进行采集。

（9）开发者需确保生成合成内容合法合规，包括但不限于采取青少年模式、对用户输

入端和内容生成端的风险内容采取屏蔽等措施。

5. 应用隐私合规

5.1 用户信息收集、使用和处理

（1）应用访问、收集、使用或披露任何个人信息，需经用户的同意或遵守其他适用的法律法规。

（2）应用收集和使用个人信息须遵守数据最小化原则，采取对用户权益影响最小的方式，限于实现处理目的的最小

范围。

（3）当收集处理个人信息规则发生变更时，应及时告知用户最新情况，并在取得用户同意后进行收集处理。

（4）处理敏感个人信息应当获取用户的单独同意，并告知处理敏感个人信息的必要性以及对用户权益的影响。

（3）不得仅以服务体验、产品研发、算法推荐、风险控制等为由，强制要求用户同意超范围或者与服务场景无关的

个人信息处理行为。

https://qcloudimg.tencent-cloud.cn/raw/5984322cf9a1b39f38a8fa2e9cb52eb4/5%E3%80%81%E8%90%BD%E5%AE%9E%E5%85%B7%E6%9C%89%E8%88%86%E8%AE%BA%E5%B1%9E%E6%80%A7%E6%88%96%E7%A4%BE%E4%BC%9A%E5%8A%A8%E5%91%98%E8%83%BD%E5%8A%9B%E7%9A%84%E4%BA%92%E8%81%94%E7%BD%91%E4%BF%A1%E6%81%AF%E6%9C%8D%E5%8A%A1%E5%AE%89%E5%85%A8%E6%89%BF%E8%AF%BA%E4%B9%A6.pdf
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（5）应用申请的权限，都必须有明确、合理的使用场景和功能说明，禁止诱导或误导用户授权，应用使用的权限必

须与申请所述的一致。

（7）应用在安装后首次启动时，避免频繁弹窗申请敏感权限。

（8）应用必须为用户提供简单易懂且易于操作的方式来撤销同意。

（9）应用若使用个人信息用于个性化广告和精准营销（收集用户搜索记录、浏览记录、设备信息或其他用户个人信

息等用于向用户推送、展示其感兴趣的、个性化的消息内容），需在隐私政策中告知，并在应用内提供独立的关闭或

拒绝选项。

5.2 隐私政策

（1）应用需具备隐私政策，且隐私政策必须单独成文。开发者在创建应用或更新版本时，须提交应用隐私政策链

接，该链接的内容必须与应用内的隐私政策保证完全一致，并且当隐私政策内容或链接发生变化时，应及时同步更

新。

（2）隐私政策中必须有明确的主体公司信息（主体可以是一个或多个），主体公司必须和“应用运营方”或“应用

开发者”的其中任意一个保持一致。且需与用户协议的主体公司保持一致。

（3）如使用的隐私政策为集团或第三方隐私政策，您需要在隐私政策中明确说明集团或第三方与“应用服务

商”或“应用开发者”的关联关系。

（4）隐私政策应当包含应用程序（包括委托的第三方或嵌入的第三方代码、插件）收集和使用个人信息的目的、方

式和范围，以及用户如何行使个人信息主体权利的信息等内容，具体要求如下详见《隐私政策内容审核规范》。

隐私政策内容审核规范

序

号
项目 具体要求

1
需披露应用运营主体信息

及联系方式

隐私政策需清晰披露应用运营主体和关联主体信息，例如名称、联系方

式。

2 排版需易于阅读 隐私政策的字体、颜色、行间距不会造成阅读困难。

3 协议内容需清晰易懂
隐私政策需符合通用语言习惯、使用标准化的文字、数字、图示，避免

使用有歧义的语言。

4 明示个人信息处理规则

隐私政策需逐一列明用户使用应用各项功能所需提供的个人信息或需开

放的权限的目的、方式、范围等内容。

隐私政策需披露用户个人信息的存储地点（境内、境外）、存储期限

（法律规定范围内最短期限或明确的期限）、超期处理方式。

隐私政策需披露用户个人信息出境情况（例如存在出境，应将出境个人

信息类型逐项列出并显著标识，如字体加粗、标星号、下划线、 斜体、

颜色等）。

5
显著告知敏感个人信息处

理规则

涉及敏感个人信息的处理规则需进行明确标识或突出显示（显著区别于

非敏感个人信息）。
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6
明示个人信息安全保护措

施和能力

隐私政策需披露在个人信息保护方面采取的措施和具备的能力，如身份

鉴别、数据加密、访问控制、 恶意代码防范、安全审计等。

7
明示个人信息共享、公开

披露处理规则

涉及向第三方提供用户个人信息的，应当向用户完整告知接收方的名称

或姓名、联系方式、处理目的和个人信息的种类。

8
明示用户关于个人信息处

理的知情权、决定权

隐私政策需明示个人信息查阅操作渠道。

隐私政策需明示个人信息复制操作渠道。

隐私政策需明示个人信息更正、补充操作渠道。

隐私政策需明示个人信息删除操作渠道。

隐私政策需明示个人信息撤回同意操作渠道。

隐私政策需提供有效的账号注销操作渠道，不得设置不合理障碍，并在

承诺时限内完成处理。

9
明示个人信息安全投诉、

举报渠道和反馈机制
隐私政策需明示投诉、举报渠道，并在承诺时限内受理并处理。

1

0

明示未成年人个人信息保

护规则
涉及处理未成年人信息的，需明示未成 年人个人信息保护规则。

（5）隐私政策文本中，如 SDK 或个人信息等需要以超链接形式展示，超链接名称必须包含关键词信息，例如《第

三方SDK名称信息》《个人信息保护政策》等等，不能是《附件》或《详情》等无法判断内容的名称。

（6）开发者提供的应用隐私政策将在应用市场详情页隐私政策位置展示，需确保隐私政策链接始终能正常打开。

6. 开发者承诺函及授权书参考附件

如果应用不属于《腾讯会议开放平台应用合规审核规范 》 “4.2  特殊资质要求”中的特殊类目，请签署《腾讯会议

开放平台应用发布承诺函》，如果应用属于该等特殊类目，请根据具体特殊资质要求签署相应的承诺函。

腾讯会议开放平台应用发布承诺函.pdf

腾讯会议开放平台游戏版号授权函.pdf

腾讯会议开放平台游戏版权授权函.pdf

腾讯会议开放平台网络购物类应用发布承诺函.pdf

落实具有舆论属性或社会动员能力的互联网信息服务安全承诺书.pdf

香港主板交易内容承诺函.pdf

腾讯会议开放平台安全检查授权书.pdf

腾讯会议开放平台授权委托书.pdf

附：ICP 许可证及备案流程

https://qcloudimg.tencent-cloud.cn/raw/0a935fc0df8af830aa30eae25871b6c7/1%E3%80%81%E8%85%BE%E8%AE%AF%E4%BC%9A%E8%AE%AE%E5%BC%80%E6%94%BE%E5%B9%B3%E5%8F%B0%E5%BA%94%E7%94%A8%E5%8F%91%E5%B8%83%E6%89%BF%E8%AF%BA%E5%87%BD.pdf
https://qcloudimg.tencent-cloud.cn/raw/5b1b44f6cf2972da42c4ae7a39162427/2%E3%80%81%E8%85%BE%E8%AE%AF%E4%BC%9A%E8%AE%AE%E5%BC%80%E6%94%BE%E5%B9%B3%E5%8F%B0%E6%B8%B8%E6%88%8F%E7%89%88%E5%8F%B7%E6%8E%88%E6%9D%83%E5%87%BD.pdf
https://qcloudimg.tencent-cloud.cn/raw/ff928b80b2397a88b9e80fe96dbed5b5/3%E3%80%81%E8%85%BE%E8%AE%AF%E4%BC%9A%E8%AE%AE%E5%BC%80%E6%94%BE%E5%B9%B3%E5%8F%B0%E6%B8%B8%E6%88%8F%E7%89%88%E6%9D%83%E6%8E%88%E6%9D%83%E5%87%BD.pdf
https://qcloudimg.tencent-cloud.cn/raw/470a1a4d5c63bd2c10d55f241d2f6c50/4%E3%80%81%E8%85%BE%E8%AE%AF%E4%BC%9A%E8%AE%AE%E5%BC%80%E6%94%BE%E5%B9%B3%E5%8F%B0%E7%BD%91%E7%BB%9C%E8%B4%AD%E7%89%A9%E7%B1%BB%E5%BA%94%E7%94%A8%E5%8F%91%E5%B8%83%E6%89%BF%E8%AF%BA%E5%87%BD.pdf
https://qcloudimg.tencent-cloud.cn/raw/5984322cf9a1b39f38a8fa2e9cb52eb4/5%E3%80%81%E8%90%BD%E5%AE%9E%E5%85%B7%E6%9C%89%E8%88%86%E8%AE%BA%E5%B1%9E%E6%80%A7%E6%88%96%E7%A4%BE%E4%BC%9A%E5%8A%A8%E5%91%98%E8%83%BD%E5%8A%9B%E7%9A%84%E4%BA%92%E8%81%94%E7%BD%91%E4%BF%A1%E6%81%AF%E6%9C%8D%E5%8A%A1%E5%AE%89%E5%85%A8%E6%89%BF%E8%AF%BA%E4%B9%A6.pdf
https://qcloudimg.tencent-cloud.cn/raw/77a9e54efdc0a4d5f1af3caaff5b0e4a/6%E3%80%81%E9%A6%99%E6%B8%AF%E4%B8%BB%E6%9D%BF%E4%BA%A4%E6%98%93%E5%86%85%E5%AE%B9%E6%89%BF%E8%AF%BA%E5%87%BD.pdf
https://qcloudimg.tencent-cloud.cn/raw/601f3402fac67f12f09e68d6e0658c52/7%E3%80%81%E8%85%BE%E8%AE%AF%E4%BC%9A%E8%AE%AE%E5%BC%80%E6%94%BE%E5%B9%B3%E5%8F%B0%E5%AE%89%E5%85%A8%E6%A3%80%E6%9F%A5%E6%8E%88%E6%9D%83%E4%B9%A6.pdf
https://qcloudimg.tencent-cloud.cn/raw/92a70287cb41bd057c3ab7dd1aa150aa.pdf
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根据工信部管理规定，对经营性互联网信息服务实行许可制度；对非经营性互联网信息服务实行备案制度。未取得许

可或者未履行备案手续的，不得从事互联网信息服务。

如您的网站没有申请过 ICP 备案，根据国家相关规定，可能会对网站的解析产生影响，建议尽快到所在省市的通信

管理局完成 ICP 备案。

1. ICP 许可证

经营性互联网信息服务开发者必须提供 ICP 许可证。 。ICP 许可证办理入口

2. ICP 备案

1. ICP 备案证明请以截图方式上传至腾讯会议应用管理后台，示例如下：

2. ICP 备案流程

https://dxzhgl.miit.gov.cn/#/home
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备案方法：一般情况下我们都是通过接入商代备案的方式完成备案，我们需要按照通信管理局要求提交资料

到接入商备案部门，由接入商备案部门对我们提交资料进行初审，当我们的资料通过初审后由接入商将我们

提交的域名备案信息提交到当地的通信管理局进行审批。目前主流的接入商有：阿里云、腾讯云、华为云，

至于如何选择接入商具体还需要根据您所选择的服务器提供商而定。服务器在线下物理机房的也可以通过物

理机房进行备案，例如：河南地区用最常用的线下物理机房景安数据中心也可以提供代备案服务。

常见备案入口：

﻿ ﻿阿里云

﻿ ﻿腾讯云

﻿ ﻿华为云

﻿ ﻿景安

备案查询

。工业和信息化部政务服务平台

备案资料

个人备案及企业备案所需资料（您可自由选择接入商，以腾讯云为接入商备案示例，详情请参见 

）。

备案材料清

单

备案步骤

简易流程：提供资料 > 接入商审批 > 通信管理局审批 > 下发备案号 > 公布网站版权栏。

备案审批

审批流程：接入商（初审1-2工作日，电话/短信核验）> 通信管理局（复审：3-20工作日，短信验证码核

验） > 下发备案号（短信或邮件通知）

详细参考文档（您可自由选择接入商，以腾讯云为接入商备案示例，请参见 ）。新手指引

3. 常见 FAQ

3.1 什么是经营性的互联网信息服务？什么是非经营性互联网信息服务？

根据《国务院互联网信息服务管理办法》（国务院292号令）的第三条规定，“经营性互联网信息服务”是指通过互

联网向上网用户有偿提供信息或者网页制作等服务活动。“非经营性互联网信息服务”是指通过互联网向上网用户无

偿提供具有公开性、共享性信息的服务活动。

3.2 如何修改备案信息？

根据现有流程，用户在提交网站备案信息后，可通过接入服务商的企业备案系统修改信息，或者由其接入服务商代为

修改，其目的在于强化接入服务商的代备案责任，减轻网站主办者自行备案负担。具体可咨询您的接入服务商。

3.3 在提交新备案信息时，系统提示主体冲突如何处理？

备案系统对主体的要求必须唯一性，即一个主体只能有一个备案号。判断主体冲突，并不是以主办单位名称为标准，

而是依据“主办单位证件类型+证件号码”来判断主体是否唯一的。如果提示主体冲突，就说明该证件号码已经在备

案库中存在了。您可以通过备案系统公共查询来查主体证件号码是否已经备案过。如果您要注销该主体冲突，请联系

备案号发放地通信管理局，按要求提交相应的证明材料后才可进行注销。

https://beian.aliyun.com/
https://cloud.tencent.com/product/ba
https://beian.huaweicloud.com/
https://beian.zzidc.com/
https://beian.miit.gov.cn/#/Integrated/index
https://cloud.tencent.com/document/product/243/18914
https://cloud.tencent.com/document/product/243/18914
https://cloud.tencent.com/document/product/243/45097
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3.4 在提交新备案信息时，系统提示域名冲突如何处理？

如果您在备案过程中发现您的域名先前已经被别人备案过了，可能是因为您以前已经备案过或者在您注册域名前有人

购买过该域名并进行了备案。您还可以在备案网站公共查询中查询该域名的备案地（备案号第一个字是省份的简

称），并联系该地通信管理局申请网站注销，按要求提交相应的证明材料后才可进行注销。

3.5 备案密码忘记了怎么办？

方法一：如果您的备案信息是接入商代为备案的，您可以联系代为备案的接入商告诉您如何找回备案密码。

方法二：您也可以通过联系备案号发放地通信管理局，并按要求提供相应的证明材料后，取回备案密码。

3.6 在新、旧备案系统中网站备案的流程是否有差别？

升级后的网站备案管理系统实现了工业和信息化部、各通信管理局、接入服务企业三级备案管理服务模式。在原网站

备案管理系统的服务功能基础上，增加了通信管理局级和接入服务企业级网站备案管理系统。网站主办者仅需向接入

服务企业提交备案申请，接入服务企业核验后将备案信息提交至通信管理局备案系统，通信管理局进行审核，审核通

过后生成备案号发给网站主办者和接入服务企业。

3.7 网站涉及哪些信息内容应办理前置审批手续？

根据《互联网信息服务管理办法》（国务院292号令）第5条等有关规定，拟从事新闻、出版、教育、医疗保健、药

品和医疗器械、文化、广播电影电视节目等互联网信息服务，依照法律、行政法规以及国家有关规定应经有关主管部

门审核同意的，在履行备案手续时，还应向其住所所在地省通信管理局提交相关主管部门审核同意的文件。

3.8 备案的审核时间要多长？

根据《非经营性互联网信息服务备案管理办法》（信息产业部令33号令）第12条规定，省通信管理局在收到备案人

提交的备案材料后，材料齐全的，应在二十个工作日内予以备案；材料不齐全的，不予备案，在二十个工作日内通知

备案人并说明理由。首次备案的，用户备案信息须经过接入商核实后才会递送到通信管理局进行审核；备案信息修改

的，备案信息最后修改日期为起始计算时间。工作日不包含法定节假日和周末。

3.9 我的网站只有独立的 IP 地址，没有域名需要办理网上备案手续吗？

需要。无论您的网站是通过域名方式访问或是通过 IP 地址的方式访问，只要在中华人民共和国境内提供非经营性互

联网信息服务都要办理备案手续。

3.10 如果一个备案单位同时具有两个网站，可以将两个网站分别备案在两个相同的主体下吗？

不可以，如果两个网站的备案主体都是同一个备案单位，那么只能将两个网站备案在同一个主体下。

附：互联网信息服务算法备案指南

《互联网信息服务深度合成管理规定》第十九条规定“具有舆论属性或者社会动员能力的深度合成服务提供者，应当

按照《互联网信息服务算法推荐管理规定》履行备案和变更、注销备案手续。”深度合成服务类应用可参考《互联网

信息服务算法备案系统使用手册》和以下指南开展填报工作，具体填报入口和流程如下：

1. 填报入口
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登录互联网信息服务算法备案系统（以下简称备案系统）进行填报， 。互联网信息服务算法备案系统

2. 填报流程

填报人员需首先注册并登录备案系统，具体步骤可参考该系统信息公告中的《互联网信息服务算法备案系统使用手

册》。登录后的主页面如下图所示。

附：互联网信息服务安全评估报告提交指南

为了加强对具有舆论属性或社会动员能力的互联网信息服务和相关新技术新应用的安全管理，落实《中华人民共和国

网络安全法》、《互联网信息服务管理办法》、《计算机信息网络国际联网安全保护管理办法》、《互联网新闻信息

服务新技术新应用安全评估管理规定》、《具有舆论属性或社会动员能力的互联网信息服务安全评估规定》、《互联

网信息服务深度合成管理规定》等法规政策要求，为了开发者能更好地开展安全评估工作，腾讯会议开放平台整理出

以下常见的安全评估报告相关问题及指引，帮助开发者做好安全风险评估工作，共同维护安全有序的网络环境。

1. 哪些应用需要提交《互联网信息服务安全评估报告》？

依照《具有舆论属性或社会动员能力的互联网信息服务安全评估规定》，具有舆论属性或社会动员能力的互联网

信息服务提供者，应当针对信息服务和新技术新应用的合法性、落实安全措施和防控安全风险的有效性等情况，

自行或委托第三方开展安全评估。经过安全评估，符合法律、行政法规、部门规章和标准的，应当形成《互联网

信息服务安全评估报告》，并通过全国互联网安全管理服务平台提交至网信部门和公安机关。依照规定，应用含

有论坛、博客、微博客、聊天室、通讯群组、公众账号、短视频、网络直播、信息分享、小程序等内容，提供公

众舆论表达渠道或者具有发动社会公众从事特定活动能力的其他互联网信息服务需要提供《安全评估报告》。

https://beian.cac.gov.cn/
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依照《互联网信息服务深度合成管理规定》，深度合成服务提供者和技术支持者提供具有以下功能的模型、模板

等工具的，应当依法自行或者委托专业机构开展安全评估：

（一）生成或者编辑人脸、人声等生物识别信息的。

（二）生成或者编辑可能涉及国家安全、国家形象、国家利益和社会公共利益的特殊物体、场景等非生物识别信

息的。

2. 如何向相关部门提交《互联网信息服务安全评估报告》的审查？

填报人员需首先注册并登录 ，单击评估报告登录进行申请。

具有舆论属性或社会动员能力的应用、深度合成服务类应用在腾讯会议开放平台上架时，开发者需上传《互联网信息

服务安全评估报告》和在全国互联网安全管理服务平台上提交的结果截图。

全国互联网安全服务管理平台

3. 其他注意事项

需确保《互联网信息服务安全评估报告》上的服务名称和单位名称与上传的应用名称及开发者名称一致。

互联网信息服务提供者可以自行实施安全评估，也可以委托第三方安全评估机构实施。如选择自评估方式，评估

负责人为公司负责人，评估单位为本公司。如选择第三方评估方式，评估负责人为第三方公司负责人，评估单位

为第三方公司。无论选择哪种评估方式，《互联网信息服务安全评估报告》尾页均须申请人（开办主体单位）及

评估单位签字、盖章，并填写日期。

如需了解《互联网信息服务安全评估报告》的审查进展，请咨询归属地网信部门和公安机关进行核实。

https://www.beian.gov.cn/portal/index.do
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腾讯会议第三方应用上线审核规范
最近更新时间：2025-12-23 18:26:15

概述

腾讯会议应用市场希望和腾讯会议第三方应用提供商一起为用户提供体验友好、能满足用户更多场景需求的产品服

务。

主功能完整，产品方案设计合理的第三方应用，均可以提出上线申请，符合相关规范且审核通过后，应用即可对外分

发。

本规范将介绍第三方应用上线的申请流程及所需要遵循的标准。

第三方应用上线申请流程

第三方应用服务商在腾讯会议第三方应用管理后台，完成应用创建、开发、测试后，可申请应用上线，具体流程请参

见 。腾讯会议开放平台团队将在5个工作日内完成审核，若审核未通过，则第三方应用服务商

需根据反馈的建议修改后重新提交审核；若审核通过，则应用即可对外分发。

第三方应用接入指引

第三方应用上线审核标准

应用主功能完整

1. 第三方应用提供商需基于腾讯会议现有的开放能力，设计合理的产品方案，且应用需具备独立使用能力，无需额

外安装其他应用配合使用。

2. 应用需接入腾讯会议 Oauth 授权，授权即可使用，尽量减少用户非必要的二次登录操作，接口文档：

。

第三方应

用免登授权

3. 应用详情页信息展示标准：

分类 填写信息 填写标准
是否必

填

应用基

础信息 应用名称

建议品牌名＋功能场景，也支持单独用品牌名作为应用名称，2-6个

汉字（为了更好的显示效果，建议4个汉字以内），不使用“-、

（）”等样式。

是

应用 

LOGO

尺寸为128*128，大小在20KB以内的 png 文件，符合

。

应用设计规

范
是

应用类目 根据产品实际所属选择应用归属的分类。 是

应用简介 15个汉字以内，简述应用的核心功能，突出应用的功能亮点。 是

详细描述 500个汉字以内，描述应用功能和使用场景。 是

https://cloud.tencent.com/document/product/1095/83663
https://cloud.tencent.com/document/product/1095/51257
https://cloud.tencent.com/document/product/1095/51257
https://cloud.tencent.com/document/product/1095/84403
https://cloud.tencent.com/document/product/1095/84403
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预览页图

片

用途：向用户说明如何将三方应用与会议结合使用

如果是桌面端，像素要求为1920*1080，大小在3.5MB以内的

png、jpg、jpeg、gif文件，最多5张。

如果是移动端，像素要求为750*1628，大小在2.5MB以内的png、

jpg、jpeg、gif文件，最多5张。

桌面端和移动端至少提供任意一种，也可都提供（需图片内容一

致）。

是

应用版本

号
自定义版本号，格式示例为1.0.0。 是

更新说明 简单清晰描述更新说明。 否

协议地

址

隐私协议

地址
地址可正常打开。 是

使用条款

地址
地址可正常打开。 是

企业信

息

企业名称 需填写准确的企业名称。 是

企业 

LOGO
尺寸为128*128，大小在20KB以内的 png 文件。 是

应用官网 地址可正常打开，且不含非法内容。 是

客服电话 电话可正常呼叫进行服务沟通。 是

符合安全合规的要求

第三方应用服务商需提交应用信息、应用内容、应用资质材料等信息及资料，且需符合《

》的规定。

腾讯会议开放平台应用合

规审核规范

https://cloud.tencent.com/document/product/1095/84467
https://cloud.tencent.com/document/product/1095/84467
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物联网

腾讯连连 App SDK 个人信息保护规则
最近更新时间：2023-06-15 15:33:21

详细信息，请参见 。腾讯连连 App SDK 个人信息保护规则

https://cloud.tencent.com/document/product/1081/74470
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物联网智能视频服务（消费版）隐私协议
最近更新时间：2023-06-15 15:33:21

您可以通过单击链接查看 IoT Video X-P2P SDK 个人信息保护规则： ﻿单击此处 >>

https://cloud.tencent.com/document/product/1131/74348
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行业应用

移动服务

腾讯客户端性能分析隐私政策声明
最近更新时间：2023-06-30 15:06:02

您可以通过单击如下链接查看 QAPM SDK 公有云隐私政策声明： ﻿单击此处 >>

您可以通过单击如下链接查看 QAPM 私有化 SDK 个人信息保护规则： ﻿单击此处 >>

https://privacy.qq.com/document/preview/d53a0ded27a645d6addcf61f2b21abd0
https://privacy.qq.com/document/preview/ba1594bb5bfc48df915cc7fc35b14f9d
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智聆口语评测 TAI SDK 个人信息保护规则
最近更新时间：2023-07-11 15:50:42

详细信息，请参见 。智聆口语评测 TAI SDK个人信息保护规则

https://cloud.tencent.com/document/product/884/71808


政策与规范

版权所有：腾讯云计算（北京）有限责任公司 第118 共119页

互动白板 SDK 个人信息保护规则
最近更新时间：2023-07-11 15:50:43

详细信息，请参见 。互动白板 SDK 个人信息保护规则

https://cloud.tencent.com/document/product/1137/71344
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数学作业批改

TAISDK 个人信息保护规则
最近更新时间：2023-07-11 15:50:43

详细信息，请参见 。TAISDK 个人信息保护规则

https://cloud.tencent.com/document/product/1004/77415

